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Abstract 
 
Mobile communications have become very popular nowadays, especially with the advent 

of light-weight portable devices that made it convenient to perform many types of tasks 

while on the move. This has led to rapid advances in the mobile ad hoc network 

(MANET) field of research. Ad hoc networks are composed of mobile wireless nodes 

that are generally moving freely within a certain area. These nodes cooperate together in 

order to route traffic from a source to a specific destination. Several routing protocols 

have been devised to handle the routing duties within ad hoc networks.  

Battery energy is the most scarce resource on which the continued functionality of a 

mobile ad hoc network depends. Several schemes have been developed to address the 

issue of energy efficiency with varying degrees of success. In this thesis, we present a 

new energy-efficient algorithm that we call PIES, which stands for Protocol-Independent 

Energy Saving. The PIES algorithm presents a new energy saving technique that helps 

conserve energy that is consumed by the wireless interfaces of the network nodes. PIES 

is not a routing algorithm, rather it is an algorithm that works in conjunction with existing 

routing protocols and helps those protocols make decisions regarding energy 

conservation. PIES functionality conforms to the principle of energy fairness amongst 

network nodes and does not intervene with the core functionality of the routing protocol. 

It is a distributed algorithm whose functionality does not depend on any single node or 

set of nodes within the network. In addition, PIES does not introduce any significant 

additional traffic or energy costs to the network and its nodes and can be configured to 
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have no additional traffic or energy costs. Our experimental results show that PIES 

introduces considerable energy savings and works equally well with various categories of 

routing protocols. This is done in a fair manner to all nodes within the network. Our 

experiments also show that PIES functionality is consistent with the increase of network 

traffic and population and increases network lifetime by about 70%.  

In addition to the simulation studies, we analyzed the impact of PIES major parameters 

on protocol performance and validated them through simulation. This provides guidance 

to network operators in setting these parameters. 
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Chapter 1: Introduction 
 
 
 
This research presents a solution to some of the energy efficiency issues in connection 

with communications in Mobile Ad hoc Networks (MANET). In this chapter, we give a 

brief introduction to mobile ad hoc networks and the elements that affect their operation. 

We limit our attention to those MANET aspects that are directly linked to the research 

covered by this study. We then describe our research motivations and goals and present a 

list of thesis contributions. Finally, we describe the organization of this thesis. 

1.1  Mobile Ad Hoc Networks: Characteristics and Applications  

Recently, mobile communications have flourished extensively with the technological 

advances made in areas of new portable devices and wireless communications. This has 

led to many advances in the area of mobile ad hoc networking. A mobile ad hoc network 

consists of mobile devices communicating with each other via wireless connections to 

both exchange information of mutual interest as well as to maintain the network 

connectivity in general. These devices are generally free to move about arbitrarily, and 

could be located on airplanes, in cars, with people, etc. We refer to these mobile devices 

as “network nodes”  within this study. Therefore, an ad hoc network is generally 

considered an infrastructureless network that relies on its nodes to maintain its topology. 

This implies that the different nodes are expected to perform, in addition to their normal 

function e.g. as a computing device, the routing function that is normally done by routers 

within the Internet infrastructure networks. An example of an ad hoc network is
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illustrated in Figure 1-1. The figure shows a network that consists of seven mobile nodes. 

The wireless links between the nodes that lie within range of each other are illustrated by 

bi-directional arrows. In this network, if node 1 needs to communicate with node 2, for 

example, it will need to do so via node 4, as one of the possible communication paths. If 

a node is within range of another node, for example nodes 4 and 7, they can communicate 

with each other directly. But, if node 7 decides to move out of range from node 4, this 

direct communication would no longer be possible and the two nodes would have to 

continue their communication via one or more other nodes.   

 

Figure 1-1: A mobile ad hoc Network 

 

In this thesis, we focus on ad hoc networks that conform to the following characteristics 

 [8],  [32]: 

• The network nodes are using IP, the Internet Protocol 

• The nodes could be far apart in such a way that not all of them are within range of 

each other 

• The nodes are generally mobile and therefore two nodes that are within range 

from each other at some point of time may be out of range later 

1 2 3 

4 5 6 

7 

11 
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• The nodes are able to contribute to the topology maintenance operations of the 

network 

• The network is generally bandwidth constrained as wireless links generally have 

lower capacity than wired links. This is a large factor of consideration in the 

design of the protocols that are used for the operation of these networks 

• The nodes generally possess a limited amount of battery energy 

There are numerous applications of the MANET technology. Here are some examples of 

their use  [32]: 

• Conferencing: where a network infrastructure is missing while conference or 

meeting attendees still require exchanging emails and information regarding a 

certain project or task at hand. 

• Emergency Services: for search and rescue missions, for example, where several 

emergency workers need to exchange information over a vast searching area 

with no existent network infrastructure.  

• Military Operations: similar to the previous case, a group of military personnel 

may require exchanging operational information while in the field with no 

access to a friendly network infrastructure. 

• Sensor Networks: in which a set of sensors with wireless transceivers can be 

randomly spread over an area for which terrain or environmental information 

gathering is needed. These sensors can cooperate in collecting and assembling 

this information for analysis purposes. 

• Wireless Mesh Networks: A mesh network allows nodes or access points to 

communicate with other nodes without being routed through a central switch 
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point, eliminating centralized failure, and providing self-healing and self-

organization. Intelligence is distributed from switches to access points by 

incorporating a grid-like topology. Network nodes act as routers. This type of 

networks can be used where wired LANs cannot be established easily, or where 

cost of establishing them is too high. 

1.2 Factors Affecting the Operation of MANETs 

There are many factors that affect the operation of a mobile ad hoc network. These 

factors have to be considered while designing any solution or protocol that addresses 

MANET related issues. In this section the main factors are presented together with their 

effect on the network operation. 

1.2.1 Wireless Communication  

Ad hoc networks exhibit reduced data rates as compared to wired networks, with an order 

of magnitude difference between ad hoc and wired networks. Therefore, this limited 

bandwidth should be an important factor to consider in the design of any ad hoc network 

protocol. It is important to reduce packet transmission overheads (e.g. protocol-specific 

control packets) between network nodes. In addition to this bandwidth limitation, 

wireless media also experience higher error rates in comparison to wired networks. This 

presents a problem especially with protocols such as TCP which were designed to 

interpret a lost packet as an indication of network congestion. This, in case of ad hoc 

networks, causes an even larger performance issue to users when transient noise, for 

example, causes a temporary increase in errors.  
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1.2.2 Scalability 

Node mobility in ad hoc networks introduces scalability issues due to the fact that routing 

changes as nodes move. This requires control messages to be sent around the network in 

order to update connectivity information. The quicker the movements of nodes relative to 

each other, the more often the control messages have to be sent to maintain network 

topology information. This imposes additional load on network bandwidth which is 

already limited, as explained in the previous point. Therefore, the number of control 

messages required by a protocol intended for ad hoc networks should be an important 

design factor. Evaluation of such algorithms should include their ability to scale with the 

growth of network population, traffic and node mobility. From this point of view, the 

lower the control traffic of a protocol, the more accepted it is for operation within 

wireless ad hoc networks.  

1.2.3 Energy Limitations 

Generally speaking, nodes within ad hoc networks rely on limited energy sources, usually 

batteries, for their operation. While energy is consumed by different aspects of the 

functionality of a mobile node, we focus our attention in this study on those aspects that 

relate to communication between network nodes. Nodes consume energy when they 

transmit data to a desired destination, when they forward data while acting as 

intermediate nodes between source and destination nodes, or when they listen to a 

channel. Since nodes cannot operate without energy, and since energy in mobile nodes 

could be highly limited due to the generally limited battery power, this can be considered 

one of the most important limiting factors in operating an ad hoc network. Every time a 

node transmits, receives or listens to a communication medium, it consumes energy as 
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will be explained in detail later in this thesis. This underscores the importance of energy 

conservation in connection to communications in ad hoc networks. 

This research focuses on creating an energy efficient technique that works in conjunction 

with existing ad hoc routing protocols. 

1.2.4 Routing Techniques 

Generally, nodes within an ad hoc network perform the routing duties that are handled by 

fixed routers in wired networks. Therefore, nodes that are willing to contribute to routing 

duties within the network perform them in addition to their original functions. These 

nodes would therefore have to run a certain routing protocol in order to be able to 

contribute to the routing function. Several routing protocols have been created for ad hoc 

networks; each of which possesses its own characteristics that differentiates it from the 

others. The routing technique is an important factor that affects the performance of the ad 

hoc network. This is because the strategy of the routing protocol determines such 

important aspects of the network operation as latency, congestion, power consumption, 

etc.  

Routing protocols can be divided into two categories  [38]: table-driven (or proactive) and 

source-initiated on-demand driven (or reactive) protocols. The table-driven protocols’  

strategy is to maintain up-to-date routing information in routing tables that are maintained 

at each network node. These protocols respond to changes in network topology by 

propagating updates throughout the network to maintain a consistent network view. 

Example protocols are the DSDV routing protocol  [33] and the OLSR routing protocol 

 [21]. Source-initiated on-demand routing protocols on the other hand create routes only 

when desired by the source node. When a source node needs to communicate with a 



  

 

  7 
 
 

 

destination node, it initiates a route discovery process within the network. The process is 

completed when at least one route is discovered. Once a route is established, it is 

maintained by some sort of maintenance procedure until the route is no longer needed or 

the destination is not at all accessible. Example protocols are the DSR  [24] and the 

AODV  [34] routing protocols. 

1.3 Performance Metrics 

Several algorithms have been developed in support of ad hoc networks’  operation. Some 

of these algorithms are purely routing algorithms, and some of them are used in 

conjunction with routing algorithms for other complementary functions such as energy 

conservation. In order to evaluate these algorithms and to test their performance relative 

to each other, several metrics have been widely used  [32],  [35]. Examples of these 

metrics are as follows: 

• Average packet delivery ratio: ratio of the data packets received at the destination 

nodes to the packets that were sent by the sources. 

• Average packet latency: includes all the delays encountered by the packet at the 

different hops from the time it was sent by the source until the time it was 

received at the destination. 

• Route acquisition time: the average time period between requesting a route and 

acquiring it. This metric is of particular concern to routing protocols that belong 

to the “on-demand” category of routing algorithms. 

• Routing load: number of routing packets (and supporting protocol control 

packets) transmitted per data packet delivered at the destination. 
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As far as network context is concerned, the following parameters are also essential in the 

evaluation and comparison of ad hoc network algorithms: 

• Network size: Measured in the number of nodes. 

• Network area dimensions: This also includes the shape of the area 

• Rate of Change of network topology: This is reflected by the speed of nodes as 

well as pause time between movements 

• Traffic load: This includes the following parameters: 

o Traffic type (e.g. CBR versus TCP)  

o Data rate in packets per second 

o Packet size in bytes. This parameter combined with the data rate is 

sometimes referred to as the throughput and is usually measured in Kbps  

o Number of source/destination pairs 

• Node energy parameters: This depends on whether an energy efficient algorithm 

is in use and generally includes parameters such as sleep times, frequency of the 

sleep state, number of sleeping nodes at a time, etc. 

Throughout this study, we will be using some of these metrics and parameters as well as 

other energy-efficiency related metrics that will be discussed in the next chapter to 

evaluate our approach.  

1.4 Motivations and Goals of this Research 

Energy is the most scarce resource for the operation of the mobile ad hoc networks. As 

we will see in Chapter 2, idle energy consumption is responsible for a large portion of the 

overall energy consumption in the wireless interfaces of the mobile nodes. Therefore, it is 

crucial to energy conservation efforts that this source of energy is eliminated or reduced.   
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Our goal in this research is to create a new energy conservation scheme that works on 

reducing idle energy consumption. This scheme works with existing routing algorithms 

of all categories. It aims at achieving energy conservation in a manner fair to all network 

nodes. It is distributed in nature, and its functionality is independent of the strategy and 

architecture of the routing protocol. We will discuss our research objectives in more 

detail in Chapter 2. 

1.5 Contributions of this Thesis 

The main contribution of this thesis is investigating energy-efficiency issues that relate to 

communication in mobile ad hoc networks. Mobile nodes generally possess limited 

sources of energy on which the health of these nodes and the network is mainly 

dependent. Therefore, conserving this energy is crucial for the extended functionality of 

such networks, and hence this is the target of our research. 

The contribution of this research can be summarized in the following points: 

1. Studying energy-efficiency issues associated with communication between nodes 

that constitute a mobile ad hoc network. This includes a case study  [16] that 

illustrates these issues and highlights the existence of an opportunity to address 

them (Chapter 2). 

2. Classification and evaluation of energy-conserving techniques in mobile ad hoc 

networks (Chapter 3). 

3. Design of a novel energy-conservation technique  [17] that works in conjunction 

with existing routing protocols. This technique is fair, modular in nature, 

distributed (does not depend on a single node or set of nodes for its functionality) 
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and its functionality is independent of the nature and semantics of the routing 

protocol (Chapter 4).   

4. Implementation of the new algorithm in the ns2 simulator  [13] as well as 

integrating it with the AODV, OLSR and DSR routing algorithms (Chapter 5).  

5. Full evaluation of the performance of the new technique which includes its 

performance with different types of routing protocols, scalability, effect on 

network lifetime, its performance with different traffic types, the effect of 

changing its parameters on performance and a comparison with another energy-

conserving algorithm of the same category (Chapter 5). 

6. Analytical study of the effect of the new technique on latency  [18] and a 

comparison with experimental results (Chapter 6). 

7. Analytical study of the effect of the algorithm on network throughput and a 

comparison with experimental results (Chapter 6). 

This research has resulted in the following publications so far: 

• Y. Gadallah and T. Kunz, “A Protocol Independent Energy Saving Technique for 

Mobile Ad Hoc Networks” , accepted for the special issue on Mobile and Wireless 

Networking, International Journal of High Performance Computing and 

Networking (IJHPCN). Expected to be published early 2005. 

• Y. Gadallah and T. Kunz, "PIES: Protocol independent energy saving algorithm", 

Proceedings of the 2004 Workshop on Mobile and Wireless Networking, 

Montreal, Canada, pages 4-12, August 2004, IEEE Computer Society Press 2004, 

ISBN 0-7695-2198-3. 
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• Y. Gadallah and T. Kunz, "Energy consumption in ad-hoc routing protocols: 

Comparing DSR, AODV and TORA", Proceedings of the 1st International 

Conference on Ad-Hoc Networks and Wireless, Toronto, Canada, pages 161-176, 

September 2002. 

1.6 Organization of this Thesis 

This thesis is organized as follows. This introductory chapter briefly describes the ad hoc 

network concepts and entities that are used throughout this work. In Chapter 2, some ad 

hoc networking environment energy-related background is given and the issues 

associated with energy conservation are discussed in detail. This includes a description of 

the network operation from an energy point of view, energy models and energy metrics. 

It also includes a case study that paves the way to the description of the problem that this 

work addresses. It concludes with a description of our research objectives. Chapter 3 

includes a description of related work. It includes a discussion of some of the most 

important techniques that have been published to address energy-efficiency issues. 

Chapter 4 includes a description of our solution to address the energy-efficiency 

problems that we presented in Chapter 2. Chapter 5 includes detailed evaluation 

experiments of our solution. Chapter 6 presents an analytical discussion of the 

algorithm’s dominant parameters as well as their effect on latency and network 

throughput. Chapter 7 concludes the study and suggests areas for future research. 
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Chapter 2: Energy Efficiency Issues in 
Mobile Ad Hoc Networks 

 
 
 
2.1 Introduction 

As we mentioned in the previous chapter, nodes within an ad hoc network generally rely 

on batteries (or exhaustive energy sources) for power. Since these energy sources have a 

limited lifetime, power availability is one of the most important constraints for the 

operation of the ad hoc network. There are different sources of power consumption in a 

mobile node. Communication is one of the main sources of energy consumption  [43]. 

Since the rate of battery performance improvement is rather slow currently, and in the 

absence of breakthroughs in this field, other measures have to be taken to achieve the 

goal of getting more performance out of the currently available battery resources. Within 

this study, we focus our efforts on methods to reduce the power consumed in 

communications between ad hoc network nodes.  

Communications in ad hoc networks are done via using the RF transceiver at the source, 

intermediate and destination nodes to exchange information. The source node sends 

control and data messages which are received by one or more receiving nodes, depending 

on the message type. The receiving node could be the intended receiver of a packet, or it 

could be on the path to the end destination (when the destination is not within range from 

the source) and in this case it acts as a forwarder of the traffic. In order to address the 

energy efficiency issues in the communications within ad hoc networks, it is important to
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understand the energy model which represents the power consumption behavior in the ad 

hoc network node wireless interfaces. 

2.2 Energy Models 

Several studies have dealt with measuring energy consumption in the wireless interfaces 

of mobile nodes, e.g.  [14] [15], [28], [43] to determine the exact sources of energy 

consumption in the wireless interfaces. These studies examined the different modes of 

operation of the wireless interfaces. It was found that a mobile node’s wireless interface 

consumes energy not only while communicating with other nodes, but also while in idle 

mode, i.e. when the node is listening to the medium but not handling packets. Following 

are the types of energy consumption that have been identified: 

• Energy consumed while sending a packet 

• Energy consumed while receiving a packet 

• Energy consumed while in idle mode 

• Energy consumed while in sleep mode which occurs when the wireless interface 

of the mobile node is turned off 

It should be noted that the energy consumed during sending a packet is the largest source 

of energy consumption of all modes. This is followed by the energy consumption during 

receiving a packet. Despite the fact that while in idle mode the node does not actually 

handle data communication operations, it was found that the wireless interface consumes 

a considerable amount of energy nevertheless. This amount approaches the amount that is 

consumed in the receive operation. Later in this chapter we present the results of some 

simulation studies that we have performed to determine the ratio of the average energy 
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consumed in idle mode relative to the overall energy consumption. Idle energy is a 

wasted energy that should be eliminated or reduced through energy-efficient schemes. 

Through energy consumption measurements studies, experiments have also been 

conducted to determine the power consumption patterns in the different active modes. In 

some experiments, the instantaneous power consumption per communication mode, e.g. 

send, receive, idle and sleep modes, has been measured. Some experiments went even 

further to include more details about the energy consumption pattern per subtype of the 

operation  [14], [15].  For example, the cases of unicast and broadcast are considered to 

have different costs. This has been explained based on the fact that unicast operations in 

IEEE 802.11 involve the exchange of control packets between the sending and receiving 

nodes while broadcast operations do not involve such an exchange. However, these 

studies did not directly address cases of repeated resending of control packets that may 

happen due to glitches in the transmission operations over the wireless communication 

channels. It has been shown  [39] that energy consumed in the retransmit operations is 

responsible for a considerable amount of energy consumption. Since this case cannot be 

avoided with the use of energy-efficient algorithms, especially in the transition between 

node wakeup and sleep times, using the model described by  [14], [15] may introduce 

some inaccuracies.  

Throughout this study, we have benefited from  [14] and other measurements studies in 

the usage of the values that they measured for the energy consumption of the wireless 

interfaces during the different modes. 
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2.3 Energy Consumption Overhead 

As indicated above, energy consumption through communications in MANET is caused 

by several sources. Some of these sources are useful while others are considered a waste 

that should be eliminated or reduced in future designs for energy efficient schemes. Some 

of the main sources of wasted energy in wireless interfaces can be attributed to the 

following  [20]: 

• Idle condition: With interfaces sitting idle most of the time especially in 

applications such as e-mail or web-browsing  [43]. 

• Collisions: In these situations, which happen mainly at high load conditions, data 

involved in the collision become useless and the energy used to communicate this 

data is lost. 

• Protocol overhead: This refers to protocol-specific control messages which 

impose additional energy requirements on top of what is necessary to transmit 

payload traffic. Managing this source adds a design requirement to MANET 

targeted protocols. 

• High error rate: This is typical for wireless links. This source of energy 

consumption overhead actually has three components to it: 

o Data involved in erroneous transmissions becomes invalid and hence 

energy consumed in their communication is wasted. 

o Energy is used for error control mechanisms such as those used at the data 

link level to reduce the impact of errors. 
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o Some routing protocols may interpret delays due to temporary error 

conditions as routes becoming invalid. This leads to flooding the network 

with route requests to substitute for existing valid routes that are thought 

to have become broken. This could be a large source of wasted energy. 

Energy efficient schemes are needed to address the first issue. Possible solutions would 

be to put nodes to sleep for periods of time in order to avoid wasting energy in idle 

conditions. In this case, several questions would need to be answered by such algorithms, 

for example: 

• When a node is put to sleep? 

• When does it wake up? 

• How would other nodes know if a certain node is asleep? 

The second issue may be unavoidable with heavy load conditions and in high mobility 

conditions and is best handled by MAC level back-off strategies such as the one available 

with the IEEE 802.11 MAC  [50]. The third issue should be handled through a 

conservative design strategy of ad hoc network protocols by restricting control messages 

to the narrowest possible limits. The fourth issue can be handled at different layers; in 

particular the MAC and network layers. At the MAC layer, a possible solution would be 

to increase the transmission power upon the detection of error conditions so that the SNR 

would increase in the hope of overcoming the erroneous conditions. At the network layer, 

the routing protocol should have enhanced fault tolerance in order to handle such error 

conditions. However, this should be balanced with the need to detect “ real”  fault 

conditions so that unnecessarily long delays can be avoided. 
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2.4 Energy Efficiency Metrics 

Energy efficiency metrics are needed to both devise and evaluate energy conservation 

schemes. Throughout this work, we assume the following: 

• Only unicast routing is considered (i.e. multicast is not covered in this study). 

• A link layer acknowledgements mechanism (such as that provided by an IEEE 802.11 

wireless LAN) is available.  

• Only energy consumed during node communications will be focused on. 

Some studies, e.g.  [42], discuss metrics for energy efficiency in ad hoc networks. Several 

distinct metrics can be used to compare the energy-efficiency of a routing protocol. The 

selection of appropriate metrics depends on the overall goal of the ad-hoc network 

deployment. Examples of the metrics that are used to manage energy consumption are:  

• Minimize energy consumed/packet,  

• Maximize time to network partition,  

• Minimize variance in node energy levels, 

• Minimize cost/packet, and 

• Minimize maximum node cost. 

For routing algorithms that find shortest paths, the first and fourth metrics are used. The 

“Minimize energy consumed/packet”  metric basically addresses the average energy 

consumed per packet, over the number of hops that are traversed by this packet. Hence, if ei,j 

is the energy consumed in transmitting one packet between nodes i and j, then the energy 

consumed for packet x, ex, transmitted from source to destination over n hops, is: 
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        n 

 ex = Σ ei,i+1           (2-1) 
        i=1 

As for the “Minimize cost/packet”  metric, a cost function has to be defined. The total cost (or 

energy) of sending a packet along some path is the sum of node costs along that path. This 

metric is generally used if we are trying to derive an algorithm that maximizes the life of all 

nodes in the network. There is an important difference between this metric and the first one 

(Minimize energy consumed/packet). The former makes sure that the nodes that are low in 

energy do not lie on many paths while the latter does not consider the energy level of the 

nodes as long as the path a packet takes will result in minimum energy consumption for that 

packet.  

If ensuring fair energy distribution amongst network nodes is of concern, then the “Minimize 

variance in node energy levels”  metric must be used. This metric ensures that all nodes in the 

network remain up and running together for as long as possible. A way to achieve this could 

be via selecting the routing path (if several are available) based on the energy levels of the 

different nodes on the path. That is, one would determine the smallest value of node energies 

on a certain path, and compare it with the corresponding value on the other paths. The path 

with largest bottleneck energy value is selected. We will show later that, as one of the aspects 

of our energy conserving strategy, we have opted to using this method as one of our 

measures to ensure fairness amongst network nodes. 

In the next section, however, since we are only comparing existing routing algorithms with 

regard to the energy consumption, we will be using the average overall energy consumed 

combined with the ratio of packet delivery for our comparison and conclusions. That is, we 
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compare the algorithms with regard to average overall amount of energy used to route 

packets together with packet delivery performance. We also use the standard deviation of 

remaining node energies as a measure for energy distribution between network nodes, when 

comparing the algorithms.  

2.5 An Example to Illustrate Energy Consumption Issues 

To get an idea about the nature of some of the energy consumption issues that are 

encountered in ad hoc networks, we performed a comparison study of some popular ad hoc 

routing algorithms  [16]. In this section, we present the results of comparing the DSR  [24] and 

AODV  [34] routing algorithms. This gives some insight into the issues we are trying to 

address in this research.   

These two algorithms use the shortest-path routing strategy and do not have an energy 

conservation technique. We demonstrate the difference between the algorithms in terms of 

their energy consumption. We used the ns2 simulator  [13] to conduct our investigation. We 

also used the CMU Monarch Project’s  [12] wireless and mobility enhancements to ns2.  

We use a relatively high value for the maximum node speed and run simulations for 

different pause time values for this speed. Our goal is to examine and compare the energy 

consumption patterns at a mobility condition that would cause the topology to change 

relatively fast. Note that the only reasonable energy consumption comparison that can be 

performed is at the system level, i.e. average energy comparison. It does not make sense 

from the point of view of examining different routing strategies to perform the 

comparison at the individual node level, since the different algorithms may select 

different nodes to route packets. We did not perform detailed performance comparisons 
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of the algorithms in terms of their ability to deliver packets under different conditions 

since this was the subject of other studies e.g.  [6], [23], [35]. We only compared their 

energy consumption patterns under different conditions and the corresponding packet 

delivery ratios. This was to ensure that a lower energy consumption did not come at the 

expense of the algorithm’s packet delivery performance. Tables 2-1 and 2-2 show the 

values that we used for the different simulations. Table 2-1 shows the common 

simulation parameters. The results of our simulations represent the average of 5 runs each 

with different mobility scenario. We used the same traffic pattern for all simulation 

experiments. Our movement scenarios are characterized by a pause time. Each node starts 

the simulation by remaining stationary for “pause time” seconds. It then moves to a 

selected random destination at a speed that is uniformly distributed between zero and the 

maximum speed that we selected for the simulation. This pattern then repeats itself over 

and over until the end of the simulation. We ran the simulations for different pause times 

for each of the mobility scenarios. The power consumption values for the different modes 

of operation are listed in Table 2-2.  

Table 2-1: Simulation parameters for the case study 

Number of nodes 50 
Dimensions of simulation area (m×m) 1500×300 
Initial node energy (Joules) 1000  
Simulation time (seconds) 600 
Traffic type CBR, 3 packets/s 
Packet size (bytes) 512  
Number of traffic connections 20 
Maximum speed (m/s) 20 
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Table 2-2: Energy model parameters for the case study 

Rx Power Consumption 1.0 W 
Tx Power Consumption 1.4 W 
Idle Power Consumption 0.83 W 

 

We selected CBR for traffic instead of TCP to be able to perform the comparison 

between the algorithms under equal conditions since TCP changes the load (the number 

of packets it sends) based on the network conditions, which would prevent a direct 

comparison between the algorithms. With these simulation conditions, we obtained 

results that are plotted in Figure 2-1. The results indicate that the energy consumption 

patterns of DSR and AODV are quite close, with DSR performing slightly better than 

AODV especially with high mobility conditions. As part of the energy performance, we 

also measured the standard deviation of remaining node energies in order to see how the  
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Figure 2-1: Energy consumption patterns for DSR and AODV 
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nodes are utilized in both AODV and DSR. It is worth mentioning that the lower the standard 

deviation, the more balanced node utilization is. Figure 2-2 shows these results. The figure 

also shows that DSR and AODV perform quite closely with AODV showing slightly better 

results than DSR especially at higher mobility. This is due to the fact that all nodes have to 

send AODV HELLO messages periodically. This implies more equal utilization of network 

nodes.  

However, if we only consider these energy consumption measures, the picture is incomplete. 

Therefore, packet delivery ratios are important for a complete understanding of the results.  
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Figure 2-2: Node utilization under the AODV and DSR routing protocols 
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Figure 2-3 shows the corresponding performance of the algorithms in terms of the packet 

delivery ratios. From this chart, we see that the data delivery performance is almost identical 

for DSR and AODV, for the conditions of our simulation. From this we see that for the 

simulation cases that we have studied, the DSR algorithm offers the best combination of 

energy consumption performance and the data delivery performance. It is followed quite 

closely by the AODV algorithm to the extent that they both seem to be almost identical for 

most of our cases. 
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Figure 2-3: Packet delivery ratio for AODV and DSR 

 

We also measured the two algorithms with respect to idle energy consumption, see Figure 2-

4. In general, idle energy consumption is an obvious candidate for energy conservation 

efforts. We found that AODV and DSR are similar in this regard. The idle energy 



  

   

  24 
   
   
 
 
consumption constitutes well above half of the energy consumption for both algorithms. It is 

worth mentioning that the results concerning idle energy are somewhat different from those 

obtained through other studies e.g.  [47]. The reason is the difference in the used energy 

model in these particular simulations. In any case, it is clear from most studies that idle 

energy accounts for at least 50% of total energy consumption in ad hoc network operation. 

So identifying when nodes can go from a relatively high-energy idle state to a low-energy 

sleep state is one important avenue for energy conservation. Also, despite the fact that idle 

energy provides an inherent source of energy balance between different nodes to some 

extent, we can still see some energy imbalance between network nodes. Energy fairness, 

therefore, is another area that needs to be focused on. This becomes of special importance as 

idle energy gets reduced due to some energy conservation strategy, as this undesired source 

of balance that exists with algorithms with no energy conservation strategies would be 

reduced or eliminated. 

 

2.6 Objectives of this Research 

As indicated in the discussion and results above, many routing algorithms have been created 

based on various strategies with no policy to address energy efficiency issues. We have seen 

some examples of these algorithms in which the nodes spend a large percentage of their 

energy in idle mode, which is considered a source of large energy waste. We have also seen 

that despite the existence of idle energy which, in a way, introduces a source of energy 

balance between network nodes, there still exists some imbalance between node energies. 
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Figure 2-4: Energy consumption with and without idle energy in DSR and AODV 
(pause 400 sec) 

 
In order to address these issues, a different strategy that takes energy efficiency into 

consideration needs to be followed. The possibilities for this strategy range from creating 

new energy-efficient routing protocols to enhancing existing ones to become energy efficient. 

There have been several studies that explored this issue and we will be discussing some of 

these studies in the next chapter. Emerging from the discussions so far are the following main 

issues that we would like to address within the scope of this work: 

• A large amount of energy is wasted while the wireless interfaces of the mobile nodes 

are idle 

• Energy imbalance between network nodes 

• Existence of routing protocols with energy-inefficient characteristics 
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Considering these issues as well as our discussion around wireless ad hoc network issues, 

our goal in this research is to create an energy efficient algorithm that achieves the 

following main objectives: 

• Fair energy conservation. 

• Fully distributed operation: this algorithm does not depend on a particular node or 

set of network nodes for its functionality. This ensures a robust operation of the 

algorithm especially in case of node failures. 

• Modular architecture: enables it to integrate relatively easily with existing routing 

protocols without the need to make custom modifications to it or major 

modifications to the routing algorithm upon integration. 

Therefore, our focus is to create an algorithm that can be used in conjunction with 

existing routing protocols as opposed to replacing them. This algorithm will integrate 

with these protocols and complement their functionality from an energy-efficiency 

perspective. Its design will avoid the issues that we outlined and answer the questions 

that we raised in Section 2.3. 

2.7 Summary 

In this chapter, an overview of energy efficiency issues in ad hoc networks was given. 

Energy models widely used in analyzing and devising ad hoc protocols were discussed. 

The sources of energy consumption that pertain to communications in ad hoc network 

were shown to exist in four main modes of operation: transmitting, receiving, idle and 

sleep modes. The sources of energy consumption overhead such as idle condition, 

collisions and protocol control messages have been discussed. The metrics used for 
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energy-efficiency strategies have also been explored briefly. We presented a case study 

which sheds light on some of the energy inefficiency issues encountered in ad hoc 

networks. We concluded the chapter by outlining the objectives of this study based on the 

issues that we presented earlier. 
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Chapter 3: Energy Conservation Schemes 
 
 
 
3.1 Introduction 

Several techniques have been developed to address the energy efficiency issues in ad hoc 

networks. These techniques differ in the methodology as well as the layer of the protocol 

stack at which they function  [25]. Energy conservation mechanisms can be classified 

along different lines depending on the area of focus. For example, we can classify them 

as geography-dependent versus geography-independent, synchronous versus 

asynchronous, etc. Our focus in this research is devoted to energy conservation 

mechanisms in conjunction with existing routing protocols. From this point of view, we 

can classify energy-efficient algorithms as routing and non-routing algorithms. The 

routing algorithms category includes both routing algorithms that were created with a 

strategy to address energy efficiency issues as well as energy efficient schemes that are 

centered around the routing strategy of existing routing protocols. Non-routing 

algorithms, on the other hand, are algorithms that were created to address energy 

efficiency issues, but they work with existing routing algorithms without directly 

affecting their routing strategy. Algorithms belonging to the latter category may operate 

at the MAC layer level, network layer level, or in between. In the following sections, we 

cover the most significant algorithms that belong to these categories. We discuss their 

characteristics as well as their limitations
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3.2 Energy-Efficient Routing Algorithms 

In this section, we review some of the energy-efficient routing algorithms. This includes 

routing algorithms, or algorithms that affect the routing strategy to achieve better energy 

efficiency. 

3.2.1 Flow Augmentation and Flow Redirection Energy-Conserving Routing 

In  [8], the authors propose two algorithms with the aim of extending the network lifetime 

via optimizing the routing from an energy consumption perspective. Their solutions are 

targeted toward networks with static or slowly changing topology. They define the 

problem as maximizing the minimum lifetime of all nodes. The goal is to find the best 

link cost function which will lead to the maximization of the system lifetime. Their first 

algorithm, the flow augmentation (FA) algorithm, is based on creating a link cost 

function. This function considers the following parameters: energy cost for unit flow over 

the link, the initial energy and the remaining energy at the transmitting node. A good 

candidate for the selected path should consume less energy and should avoid nodes with 

low remaining energy. Since both goals cannot be achieved together, the link cost 

function is such that when the nodes have plenty of remaining energy, the energy cost is 

emphasized, while when the remaining node energy becomes small, the remaining energy 

parameter should be more emphasized. The path cost is the summation of link costs along 

the path. The algorithm can be implemented with any existing shortest path algorithms 

and the authors have implemented it using the distributed Bellman-Ford algorithm.  

The second algorithm, the flow redirection (FR) algorithm, is based on the following 

idea. If we have multiple sources and destinations, then under the optimal flow (i.e. 
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minimum lifetime over all nodes is maximized) the minimum lifetime of every path from 

the source to the destination is the same. When the minimum lifetimes of the paths to the 

destination are not all identical then there is a set of paths whose minimum lifetime is 

shortest. The minimum lifetime of this set of paths can be increased by redirecting an 

arbitrarily small amount of flow to the paths whose lifetime is longer than these paths 

such that the minimum lifetime of the latter path after the redirection is still longer than 

the system lifetime before the redirection. The distance comparison part of Bellman-Ford 

algorithm is modified to obtain the shortest length paths (where the shortest path is the 

path that has the node with minimum lifetime of all nodes) in a distributed manner. The 

algorithm should also calculate the longest path which is the one with biggest capacity. 

This one will be assigned more flows than any other path in order to balance its minimum 

lifetime with those other paths. The FR algorithm was shown to have best efficiency (FR 

system lifetime/optimum lifetime) of 1/3, and it can be arbitrarily worse depending on 

network size. The authors showed through simulations that their algorithms perform 

better compared to minimum transmitted energy algorithms. Their simulation study, 

though, was done in very limited conditions: small area, small number of nodes, no 

consideration for idle energy consumption, and no indication of protocol performance 

aspect other than from a system lifetime perspective. 

3.2.2 Power-Aware Routing 

In  [42], the authors explore power-aware metrics to use with routing protocols on top of 

their MAC power savings protocol, PAMAS  [37]. They indicate that the strategy 

followed by the different routing protocols that are not power conscious would lead to 
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fast depletion of battery power and hence quick degradation of the network operation. We 

have already discussed these metrics in Section 2.4. The authors implemented the first 

and fourth metrics (minimize energy consumed per packet and minimize cost per packet, 

respectively). In their simulations, the authors used sparsely populated networks and they 

did not consider mobility in their simulations. Their reason behind not using mobility is 

that the evaluation is done for power management and not routing. In our view, mobility 

has a considerable effect on the performance of power efficient mechanisms. For 

example, mobility constantly invalidates a node’s knowledge of the power management 

modes of its neighbors as they keep changing, which makes it more challenging to make 

decisions as to when to communicate with a neighbor and when to wait until it awakes. 

The authors do not seem to have considered idle energy consumption in their simulations 

either. For the fourth metric, minimizing cost per packet, the authors experimented with a 

linear and quadratic cost functions based on some battery discharge curves. The 

simulations were run with PAMAS  [37] enabled which gives a source of power 

consumption reduction. The authors show an added improvement of 5-15% on top of 

what PAMAS offers. The results also show that the improvements are best when the load 

conditions are moderate and are negligible in case of low or high load conditions. 

3.2.3 Maximum Battery Life Routing 

In  [46], a power-aware routing protocol that distributes power consumption evenly over 

nodes and minimizes the overall transmission power is proposed. This protocol uses the 

conditional max-min battery capacity routing (CMMBCR) scheme. It uses battery 

capacity instead of a cost function as a route selection metric. When all nodes on some 
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possible routes between a source and a destination have sufficient remaining energy 

above a certain value, γ, the route with the minimum total transmission power (MTRP) 

among these routes is chosen. If all routes have nodes with low battery capacity, routes 

that include nodes with the lowest battery capacity should be avoided to extend the 

lifetime of these nodes. If the value of γ is zero, the CMMCBR reduces to MTRP. If the 

value of γ is equal to the maximum (100), the CMMBCR scheme reduces to the Min-

Max battery cost routing (MMBCR) scheme. Simulations show that a trade-off between 

fairness and maximizing lifetime of most nodes in the network has to be achieved, as 

achieving both goals simultaneously is not possible. The author asserts that adjusting the 

value of γ will influence which of the two goals is reached: high values of γ achieve 

fairness while low values achieve extended node lifetimes. We argue though that fairness 

achieves longer network lifetime as it delays network partitioning, and hence from this 

point of view, the two goals are not mutually exclusive. It is also not clear what the 

recommended value of γ is from the study and it seems that the author leaves it to the 

user to determine based on the need. If the need is the differentiator, we argue that the 

user can choose one of the original schemes (MTRP or MMBCR) rather than a new one 

with a speculative value of the dominant parameter which may push the results in a 

direction opposite to what is desired. 

3.2.4 Energy Drain Rate Based Routing 

In  [27], the authors propose route selection mechanisms for routing protocols based on a 

new metric, the drain rate. They propose the Minimum Drain Rate (MDR) mechanism 

which incorporates their new metric into the routing process. They also introduce the 
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Conditional Minimum Drain Rate (CMDR) as MDR by itself does not guarantee that the 

total transmission energy is minimized over a given route. CDMR attempts to enhance 

the nodes and connections lifetime while minimizing the total transmission energy 

consumed per packet. Each node monitors the energy consumption and calculates the 

drain rate (DR) for every sampling period of T seconds. The drain rate is calculated using 

an exponential weighted moving average method. The cost function for a node is 

calculated as the ratio between the remaining battery energy and the drain rate. The route 

is then chosen based on the highest lifetime value of the different paths where max 

lifetime of a path is calculated as the minimum value of the cost function over the path. 

Due to variations in energy drain rate over time, MDR requires the underlying routing 

protocol to periodically obtain new routes that take into account changing energy states 

of the network. Therefore, if used with an on-demand routing protocol, the protocol will 

have to perform periodic route discovery even if there is no route breakage. This 

requirement, in our view, presents a significant drawback and undermines any potential 

usefulness of the proposed scheme as it introduces a huge amount of unnecessary traffic 

in the network via flooding it with route requests and resulting replies. This affects the 

bandwidth, may result in severe collisions and will waste energy unnecessarily. This is 

particularly wasteful in the situation where the topology is static or changes slowly. The 

Conditional MDR (CMDR) chooses a path with minimum total transmission energy 

among all paths constituted by nodes with a lifetime higher than a certain value. When no 

route matches this condition, MDR is used. The authors used the DSR routing algorithm 

 [24] to implement their algorithm. They used the energy model of  [15] with 

modifications to the parameters. They did not include some of the model’s elements and 
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they did not include the idle energy in their calculations of the drain rate. Instead of idle 

energy, they included energy consumed in overhearing only. We consider this to be a 

source of significant inaccuracy in their method that would affect the results especially in 

the case of sparse networks. Amongst other modifications to the DSR algorithm, they had 

the source node periodically refresh its cache and trigger a route recovery process every 

10 seconds to better reflect the energy condition of all nodes. In the simulation results, 

when overhearing is considered, their algorithm shows no improvements over DSR 

alone, which is intuitive since energy consumed in overhearing (and idle mode) presents 

a source of balance by itself. In their results with no overhearing (which is not realistic), 

however, it seems that one of the other algorithms under comparison such as MTPR and 

MMBCR perform better in each of the different comparison aspects. It is not clear if they 

applied DSR with their modifications, especially the periodical flooding, to the other 

schemes that they are using in their comparison as well. If this was the case, that would 

skew the results to their advantage as some or all of the other schemes may not need such 

excessive flooding that their scheme requires. 

3.2.5 Power-Aware Virtual Base Stations 

In  [40], the authors propose a modification to their virtual base stations (VBS) protocol of 

 [19] to make it power aware (PA). The VBS protocol is a cluster-based protocol in which 

a virtual base station back bone is formed. Each mobile node selects its VBS based on the 

smallest node ID it becomes aware of. In the VBS scheme, any node that receives a 

request to be a VBS of the requesting node just accepts the request. In the PA-VBS 

scheme, this acceptance is conditional on some energy-constraints. The energy possessed 
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by the requestor should be less than that of the potential VBS. The energy of the potential 

VBS should also be above a certain threshold. Also, if the requestor currently has a VBS, 

the energy of the current VBS should be below that threshold. The authors show that their 

PA-VBS scheme achieves energy balancing that is clearly better than that of the original 

VBS scheme. The PA-VBS scheme does not offer a solution to reduce idle energy 

consumption. It also seems that the authors have not included idle energy consumption in 

their experiments which affects the energy balance results.  

3.2.6 Localized Power-Aware Routing 

In  [44], localized power aware routing algorithms are devised on the assumption that 

each network node has accurate information about the location of its neighbors and the 

destination node. This could be the case in static networks or ones in which a strong 

location update scheme is utilized. Nodes exchange location information via control 

messages. Three algorithms are proposed: power-efficient routing, cost-efficient routing 

and power-cost efficient routing algorithms. In the power-efficient routing algorithm, 

each node decides to forward packets that are intended for a certain destination to a 

neighbor based on the minimum transmission power between this sending node and its 

neighbors. In the cost-efficient routing algorithm, the node chooses the neighbor to send 

to, if the destination is not within reach, based on a cost function that can consist, for 

example, of the sum of the cost of sending to this neighbor plus the estimated cost of the 

route from the neighbor up to the destination. This latter part of the cost is assumed to be 

proportional to the number of hops in between. The power-cost efficient routing 

algorithm uses a combination of the two above metrics, in the form of either the product 
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or the sum of these metrics. The authors ran their experiments on networks with high 

connectivity. In their evaluation, the authors showed all their methods to have limited 

success with large area sizes. Therefore, they modified them to get nodes to forward to 

neighbors only if they are closer to destination. This increased delivery rate to around 

95% from highest of 59% before modification. Their results showed that nodes with the 

cost-efficient and power-cost efficient methods last longer than with the power-efficient 

method. And of all methods, the power-cost routing methods provide highest energy 

savings. The authors do not seem to have included idle energy consumption in their 

experiments, which would certainly affect the accuracy of the results especially for the 

cost-based algorithms. 

3.2.7 Distributed Power Control Routing 

In  [2], [3], a distributed power control (DPC) mechanism to improve energy efficiency is 

proposed. It operates at the routing layer level. It estimates the amount of energy that is 

needed for reliable communications over any link. This transmit power information can 

then be used to determine lower energy paths when looking for a route. That is, transmit 

power is used as the link cost function in the path discovery and selection. This scheme is 

built on the assumption that the transmit power is the dominant source of energy 

consumption. Idle energy consumption was ignored in the discussions of this scheme. 

The scheme requires that the different nodes can record in a suitable packet format field 

the power level that was used to transmit the packet. It also requires that the radio 

transceiver estimates the power used to receive the. With the estimate of these two 

quantities, a node can estimate the link attenuation. Therefore the calculated transmit 
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power for a link would be the difference between the transmitted and received power plus 

the minimum power level required for correct packet reception plus a security threshold 

that takes into account channel and interference power level fluctuations. This last 

quantity should be set as a function of network density, terminal speed and channel 

conditions. It is not clear to us from the study how would this function be structured or 

what weight would the different factors have in its structure. Based on the estimated 

power transmission associated with each link, the routing algorithms can select the packet 

path that results in energy saving at the end-to-end level. While implementing it with 

AODV, the authors have modified AODV in such a way that a destination would reply to 

all RREQs received within a certain time. This is to support their scheme which requires 

all possible routes that may connect the source and destination so that they can get the 

best route from energy perspective. This, in our view, can introduce additional significant 

traffic that can offset any benefit their algorithm may be able to introduce. In addition, 

the scheme ignores the power level that the different nodes have and only focuses on 

transmit power needed per link which can result in energy imbalance. To evaluate the 

scheme, the authors ran the simulations for relatively light density, small area and light 

load conditions. Their simulations showed improved energy performance over the routing 

algorithms without their modification, without much degradation in protocol 

performance, in the static case. With mobility and especially with AODV, their 

simulations showed that the performance of the routing protocol degrades significantly 

when applying their scheme. 

 



  

 

  38 
   
 
 
We notice from the previous discussion that most of the routing-related energy-efficient 

algorithms focus mainly on the balance between the different routes and do not take into 

consideration idle energy consumption. The existence of the idle energy introduces an 

undesired source of energy balance between nodes. Therefore, including idle energy is 

crucial in the discussion as it is likely to show that the effectiveness of such algorithms is 

limited in the absence of a mechanism to reduce or eliminate idle energy consumption. 

 

3.3 Energy-Efficient Non-Routing Algorithms 

In this section, we discuss some of the energy-efficient non-routing algorithms. These are 

the algorithms that focus on conserving energy but without interfering with the 

functionality of the underlying routing algorithm. 

3.3.1 IEEE 802.11 MAC Power Management 

IEEE 802.11 MAC  [50] includes power management capabilities that attempt to reduce 

power consumption of network nodes. The idea behind IEEE 802.11 power management 

 [41] is to switch off the node’s transceiver whenever it is not needed. Since there is no 

way to predict in advance when the transceiver should expect to receive packets, it has to 

wake up periodically. Two power management states exist: sleep and awake. Data get 

buffered in the senders when the receivers are in the sleep state. In ad hoc mode, all 

nodes in the network are synchronized to wake up at the beginning of each beacon 

period. Messages are sent during the period when all nodes are awake. Data transmission 

is done by signaling the existence of data that needs sending inside a small interval called 

ATIM at the beginning of each beacon interval. During the ATIM interval, if a node has 
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data to be sent to other nodes, it sends an ATIM message indicating the receivers of this 

data. If any node receives a message indicating that there is data for it, it acknowledges 

and stays awake for the rest of the beacon interval. Other nodes that do not receive such a 

message can go to sleep after the ATIM window is over. Nodes that have buffered data 

can then transmit this data during the rest of the beacon interval. This power management 

scheme has some drawbacks. For example, it requires a complete synchronization of all 

network nodes to wake up at exactly the same time. It can lead to severe collisions in case 

of heavy traffic networks especially during the ATIM window. This could lead to severe 

delays and reduced throughput. This calls into question the scalability of this power 

management scheme. 

3.3.2 PAMAS 

PAMAS  [37] is a multi-access protocol for ad hoc networks. It is based on the MACA 

protocol  [26] but its functionality relies on the existence of a separate signaling channel 

on which RTS/CTS packets are transmitted. For power conservation, PAMAS requires 

nodes to shut themselves off if they overhear transmissions over the data channel. Also, if 

a node does not have packets to transmit, it should power itself off. If there was packet 

transmission going on while the node is going to sleep, it powers itself off for the period 

of this packet transmission. If it wakes up and hears packet transmissions, it sends a 

probing message (if its send queue is empty) asking other nodes for the length of the 

current transmission. Transmitters would respond with a message specifying the time at 

which their current transmission ends. If a node powers on with a non-empty send queue, 

it sends an RTS message instead of a probing one. In the cases where the nodes turn 
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themselves off only for the exact period while neighbors are transmitting data packets, 

there would be no effect on packet delays. The authors have shown that PAMAS reduces 

power consumption by almost 50% in the case of high loads (0.5 - 3 packets/sec/node) 

for complete networks (fully connected networks) and below 10% for line networks. The 

simulations were run for networks with 10 and 20 nodes with packets sizes of 512 bytes. 

The authors also measured the throughput (packets/sec) transmitted in the network as a 

function of the load (packet/sec/node). The authors have shown PAMAS to achieve 50% 

of the theoretical maximum throughput for sparse networks (10 nodes) and 70% of the 

theoretical maximum throughput for dense networks (20 nodes). There was no indication 

of the corresponding results for the case without PAMAS. PAMAS operates with the 

assumption that when the node is idle (idle medium), no power is consumed. This limits 

the power conservation advantages of the PAMAS protocol. 

3.3.3 Geography-informed Energy Conservation (GAF) 

In GAF  [47], the network is divided into virtual grids whose sizes are dependent on 

nodes’  nominal radio range. Each node uses its location information to determine its grid. 

All nodes within a particular grid have equal packet forwarding ability. Nodes can be in 

one of three states, active, discovery or sleeping. Nodes in a specific grid decide which 

node will remain awake while the rest go to sleep via a certain node ranking system that 

takes into consideration a node’s state, then a node’s energy level and finally node ID as 

a tie breaker. GAF can achieve node energy balancing within a specific grid only. This is 

done during the discovery period of a node that was in active state, where other nodes can 

take over routing duties during this period. As far as routing is concerned, GAF does not 
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interact with the routing protocol at all, it leaves it to the routing protocol to recover from 

breakages that result from an active node that was involved in routing deciding to go to 

sleep based on GAF’s criteria. The authors also exclude traffic nodes from the forwarding 

functions or from even running GAF. This is unrealistic since in reality, all network 

nodes are expected to share routing functions and it may not be possible to know in 

advance which nodes are traffic nodes. In addition, if it turns out that all nodes in the 

network will be sources or destination of traffic at different points of the time, this would 

render GAF unusable. The simulation results that the authors presented were based on 

very aggressive conditions. Yet, their results (when we consider well known cases e.g. 

AODV alone without GAF) seem to strongly contradict with previous studies as well as 

our own findings. For example, in some of their key simulations they used maximum 

node speeds of 20m/s and send rates of 20 packets/sec, with data packet sizes of 512 

bytes. The simulation area was 1500m × 300m, which is the same as the simulation area 

size used in our simulations and other studies that we are referring to ( [6] and  [35]). 

Under these conditions one would expect congestion to affect normal protocol 

performance severely as we have experienced in our own simulations and as has also 

been indicated in these previous studies. This was not the case in their study. The authors 

maintained throughout the study that traffic load levels do not affect the results, a claim 

that is rather odd in our view. However, according to their simulations and under the 

above mentioned conditions and different pause times, GAF seems to extend network 

lifetime to a degree that depends on the mobility level (pause time). The authors reported 

that after the end of their simulations, 30-40 % of the nodes were still alive while with 

AODV alone, all nodes ran out of energy mid-way through the simulation. They found 
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that the shorter the pause time, the longer the network life time. They attributed this to the 

fact that higher mobility results in better load balance. The energy savings have been 

shown to be 50-60 % over AODV alone. As for PDR, with a lower send rate (10 

packets/sec), GAF has noticeably worse PDR than AODV alone and this can reach as 

low as 85% versus 95% for AODV alone in high mobility conditions. The average 

latency can reach 0.35 seconds versus 0.16 seconds for AODV alone. 

3.3.4 Energy-Efficient Coordination for Topology Maintenance (SPAN) 

In SPAN  [10], routing duties are performed by “coordinator”  nodes. A node’s decision to 

become a coordinator is based on the amount of remaining energy it possesses and the 

number of pairs of neighbors it can connect together.  Therefore, coordinators stay awake 

continuously and perform multi-hop packet routing within the network while other nodes 

remain in energy saving mode and periodically check to see if they should wake up and 

become coordinators. SPAN requires modifications to the route lookup process at each 

node. At any time only those entries in a node’s routing table that correspond to currently 

active coordinators can be used as valid next hops. This implies potentially pervasive 

changes for some routing protocols. As far as energy fairness among network nodes is 

concerned, we have comments on SPAN similar to what we mentioned about GAF. The 

energy balance that SPAN can perform is based on local conditions in the coordinator 

neighborhood. A candidate node for becoming a coordinator now that gets actually 

selected for this role may be forced to remain a coordinator for an extended period of 

time due to network topology changes. Also, since coordinators need to stay awake all 

the time, this will result in wasting their energy when there is no traffic to be handled. In 
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their simulations, the authors organized the nodes in such a way that the traffic nodes 

never move and are not involved in forwarding. Therefore it seems like there were 

excluded from the normal function and behavior of the rest of the nodes, as in the GAF 

case. The authors have experimented with traffic rates of 3 packets/sec with data packet 

sizes of 128 bytes. To examine the effect of packet send rate on SPAN’s performance, 

experiments showed that with no motion, packet delivery rate started to suffer noticeably 

at packet send rates of 4 kbps. To measure the effect on packet delivery latency, the 

authors ran simulations with no motion and send rates of 3 kbps and changed the 

simulation area size. The results varied with the size of the simulation area. As an 

example, with an area of 1000m ×1000m, the delay was 40.5 ms with SPAN versus 16.9 

ms for the underlying geographic forwarding routing protocol alone. As far as energy 

savings are concerned, at the end of the simulation, with SPAN enabled, the percentage 

of the remaining energy was 60% versus 20% without SPAN. It is not clear what level of 

mobility, if any, was used for these energy saving calculations. With a 500m × 500m area 

of simulation, they showed that SPAN extends network life time by almost a factor of 2. 

Again, it is not clear what level of mobility was used to obtain these results. 

3.3.5 Asynchronous Wakeup Scheme for Ad Hoc Networks 

In  [48], the authors devised an asynchronous wakeup schedule for mobile ad hoc 

networks. In their design, the authors rely on the existence of sufficiently overlapping 

active time slots between communicating nodes. Their algorithm is composed of two 

main procedures: neighbor discovery and neighbor bookkeeping. The neighbor discovery 

procedure is based on each node selecting its own active and sleeping time slot with a 
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wakeup scheduling function common to all nodes. At the beginning of the active slot, a 

node transmits a beacon message that has its ID and other scheduling related information. 

The authors indicated that the algorithm used will ensure that two neighbors will be able 

to have overlapping active periods which will ensure that they hear each other’s beacon 

messages. Each node keeps a neighbor list that has neighbor information such as ID, 

clock, schedule, etc. When a node hears a neighbor’s beacon message, it knows that it 

will remain active for a specific known period of time and can therefore transmit any data 

that it has buffered for it during this active period. This may not be sufficient due to 

collisions that beacon messages may suffer. Therefore, and in low mobility scenarios, the 

bookkeeping procedure is beneficial in helping a node in keeping track of neighbor’s 

schedules in order to determine its neighbors’  wakeup schedules. The authors examined 

their protocol by simulating it using a greedy geographical routing protocol that they 

implemented. They used two power management algorithms with their scheme: one is 

slot-based which is mainly based on MAC 802.11 power management and triggers the 

receiver to remain awake during the next slot if there is traffic above a certain threshold 

queued for it.  The other power management algorithm that they used is the on-demand 

power management algorithm  [49] that we will discuss in some detail later. In the 

absence of power management, node discovery is done using HELLO messages with an 

interval of 1 second. Using a static network and on-off traffic sources, their algorithm 

with slot-based power management showed lower PDR than when there is no power 

management. The difference was 2-6% and decreased with the increase of the traffic 

load. Energy consumption in this case was significantly lower than without power 

management, (less than 0.3W versus above 0.8W). Using on-demand power management 
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under these simulation conditions produced a PDR that is close to the PDR in the case of 

no power management (difference is slightly above 1%) but the energy consumption was 

above 0.4W. The authors also experimented with the case of mobile networks. They used 

node speeds of 20m/s and 10 long-lived CBR connections. With slot-based power 

management, the PDR deteriorated significantly by 12-15% compared to that of the case 

of no power management (loss decreases with the decrease of mobility). Power 

consumption remained at the same levels as in the static case. With on-demand power 

management, the PDR was actually better than without power management. This is 

attributed to two reasons. First, the HELLO neighbor discovery messages interval 

without power management is larger than with power management (1 second versus 0.7 

seconds). Second, the greedy geographical forwarding protocol that was used for routing 

does not attempt to salvage packets for neighbors that moved away. As for energy 

savings with on-demand power management in the case of mobility, it was significantly 

less than in case of static networks (the consumption was between 0.6-0.7 W versus 

slightly above 0.8 W without power management).  

3.3.6 On-demand Power Management 

In  [49], the authors propose an on-demand power management framework that integrates 

routing information from on-demand ad hoc routing protocols and power management 

capabilities from the MAC layer. Energy conservation is achieved by turning on and off 

the radios of specific nodes in the network, which is driven by active communications in 

the network. Connectivity is only maintained between pairs of senders and receivers and 

along the route of data communication. The transitions between power management 
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modes are done via establishing and maintaining a soft-state timer by control and data 

packets in the network i.e. by communication events. The timer value is determined by 

the packet type. The soft-state timer is refreshed by events similar to those that trigger the 

move from power save mode to active mode. A node keeps track of its neighbors’  power 

management modes either by HELLO messages or by snooping transmissions over the 

air. On-demand power management uses the capabilities of MAC protocols e.g. IEEE 

802.11 MAC to switch power management states of nodes and buffer data for sleeping 

nodes. It uses routing info to decide when to turn nodes on and off. A node can be in one 

of two power management modes: active mode (AM) where the node is awake, or in 

power save mode (PS) where the node is sleeping and wakes up periodically to check for 

pending messages. If a certain path will be used, nodes along this path are kept awake. 

The commitment to a path is determined by the types of messages. Knowledge of the 

semantics of the messages helps with the power management decisions. For example, 

control messages (e.g. route request, link-state, location updates, etc) should not trigger 

the node to stay in active mode. Data packets on the other hand should trigger active 

mode. The keep-alive timer value should be set according to the packet inter-arrival times 

to prevent the node from going to sleep while in data transmission. This also applies to 

some control messages such as route reply messages which indicate that there are some 

packets to follow in this route. We see two issues with this strategy. First, if any delay is 

encountered due to collisions or other network non-fatal issues, the timer may expire 

prematurely leading to packet losses. The second issue is the potential significant changes 

to the power management algorithm with the change of the underlying routing protocol 

due to the need to incorporate new message semantics. The authors indicate that the way 
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the algorithm determines the power management mode of the neighbor is through passive 

inference. This is done to save energy that would otherwise be consumed in HELLO 

messages. This works via two indicators. The first is lack of communications in a specific 

period of time. The second is packet delivery failure e.g. RTS retry timeout in IEEE 

802.11. In our view this method of passive inference is not robust as there may be many 

reasons why the neighbor is not communicating other than being in power save which 

can lead to many issues such as unnecessary delays. The list of neighbors with their 

power management modes is maintained via snooping transmissions in the air when they 

are awake. It seems that the algorithm focuses on whether the neighbor is asleep or awake 

but does not seem to have a way to know when that neighbor will become awake. This 

can imply more delay and energy waste since the neighbor may be awake and idle while 

the sender is not aware of this. It is not clear to us if synchronization is required with this 

protocol, as it uses the IEEE 802.11 MAC power management which functions based on 

node synchronization. The authors ran some simulation experiments to demonstrate the 

performance of their algorithm. With on-off traffic load (on for 10 sec and off for 100 

sec) and no mobility, the PDR started to drop noticeably at around 1500 bps send rate, 

which is a rather low send rate in our view. Their energy goodput (total bits 

transmitted/total energy consumed) increases almost linearly with traffic load according 

to their diagrams, at a slope higher than without their algorithm (example of the 

difference is 1000 bits/J at traffic rate of 1500 bps). They also examined packet delivery 

latency in the static case with on-off traffic of 1kbps. As an example, with one 3-hop 

connection, spikes of about 0.6 sec delays resulted with their algorithm versus almost 

zero delays without their algorithm. With mobility, simulations showed that energy 
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savings are considerably less than in the static case. For example, energy goodput ranged 

between 200 – 1500 bits/J depending on the mobility (increases as the mobility 

decreases). PDR is also noticeably lower than the case with no power management even 

with relatively low send rate (1kbps). As for packet delivery latency, with 10 CBR 

connections and 1kbps traffic, packet delivery latency can reach 4 seconds versus almost 

zero without their algorithm.  

 

We can see that each of the discussed energy-efficient non-routing algorithms has some 

advantages over the others and also some drawbacks. In our assessment, the SPAN  [10] 

algorithm as well as the GAF  [47] algorithm to some extent, use a deterministic way to 

hand over routing duties among the forwarding nodes. This determinism gets affected 

significantly by mobility conditions as nodes that were elected for forwarding may move 

away from their posts, potentially resulting in lost connections for a period of time until 

other nodes wake up and take over. The two algorithms also suffer from some unrealistic 

assumptions that were incorporated into their designs. An example of this is excluding 

traffic nodes from running the algorithms altogether. The On-demand Power 

Management  [49] algorithm, on the other hand, does not make such unrealistic 

assumptions. It has also been adapted for testing with some of the well-known routing 

algorithms. Its major drawback, in our view, is the heuristic method of deciding on the 

sleep state of the neighbors and this seems to affect its results, especially in the case of 

mobility. 
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3.4 Summary 

In this chapter we discussed some of the energy-efficient algorithms for mobile ad hoc 

networks. Based on the relevancy to our research, we divided the algorithms into two 

categories: routing and non-routing energy-efficient algorithms. The routing algorithms 

are the ones that are created as energy efficient routing algorithms or the ones that were 

created with the sole purpose of influencing the routing strategy from an energy 

efficiency standpoint. The non-routing algorithms are the ones which are not related 

directly to routing but aim at integrating with existing routing algorithms to achieve an 

overall energy-efficient operation.  Most studies that focused on balanced energy-

efficient routing either ignored the idle energy factor, or found their techniques 

ineffective on their own. This is because idle energy presents a source of balance. Studies 

that belong to the non-routing category achieved their goals with varying degrees of 

success, especially when considering the limitations of the algorithm at hand. Almost 

none of the studies of this category focused on energy fairness as a primary goal. 

Therefore, we see an opportunity to create a scheme that focuses on the energy fairness 

aspect as a primary goal. It should also cover the shortcomings that we have outlined for 

some of the algorithms that we discussed. This includes distributed functionality, realistic 

network assumptions and a robust method of determining the sleep state of the 

neighboring nodes.
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Chapter 4: PIES - Protocol Independent 
Energy Saving Algorithm 

 
 

 
4.1 Introduction 

It is evident that energy efficient schemes are of crucial importance in the context of ad 

hoc networks. Since the goal is to save energy, and since one of the main sources of 

unwanted energy consumption is idle energy, the need to eliminate or reduce this energy 

becomes one of the main targets of such schemes. This requires the energy efficient 

mechanism to introduce some arrangement that includes sleep periods of the network 

nodes’  wireless interfaces to lower this unwanted source of energy consumption.  

The introduction of such schemes has its challenges. For example, how would a node 

know whether a neighbor is awake so that it can communicate with it? How can it make 

such determination without introducing significant amount of traffic to the already 

bandwidth-limited networks? To answer these questions, we summarize the main 

requirements that should be fulfilled by an ad hoc energy conserving mechanism in the 

following points: 

• The algorithm should not have a significant impact on the network operation such 

as throughput. 

• It should not introduce sources of significant energy consumption to the network.
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• It should not introduce sources of significant traffic to the network. 

• It should have a robust method of determining the mode of operation of the 

neighbors. 

• It should be fair. Network nodes should be treated equally. This both provides the 

same level of service to network clients and prolongs network lifetime. 

• It should be distributed. This avoids having single points of failure, bottlenecks 

and energy unfairness. 

In this chapter, we propose a new energy conserving algorithm  [17]. This algorithm is 

intended to work in conjunction with existing ad hoc routing protocols of the different 

categories. It addresses the above requirements and others as we will indicate. We call 

this algorithm PIES, which stands for “Protocol Independent Energy Saving” . This name 

reflects the nature of the algorithm. Its design is modular and can be used by the different 

routing algorithms without making changes to it. This is because, by design, the goal is to 

make the algorithm independent of the nature and semantics of the routing protocol. The 

routing protocol would interact with PIES to incorporate the energy efficiency services 

that it provides. We have also ensured in the design, as much as possible, that PIES in 

turn does not impose core design changes to the routing protocol. The description of the 

design and elements of PIES is covered in the following sections. 

4.2 PIES Design Philosophy and Goals 

As we have shown earlier, idle energy consumption constitutes a significant percentage 

of the overall energy consumed by the wireless interfaces of network nodes. Therefore, 

reducing this energy should be a cornerstone in any energy conservation efforts. As will 
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be seen, our proposed algorithm, PIES, addresses the issue of idle energy consumption in 

a manner fair to all network nodes. Different nodes are given equal opportunities to 

conserve idle energy. When idle energy is addressed, another factor remains that may still 

affect energy fairness within the network. This is explained as follows. 

Since ad hoc network nodes also assume the role of traffic routers, some nodes may need 

to cooperate in order to direct traffic that may not have been intended for them in the first 

place. Many routing strategies aim at finding the fastest and shortest routes for the traffic 

between two nodes that need to communicate. This may penalize some nodes that happen 

to be in a location that causes it to be part of several optimal routing paths. As an 

example, consider the network topology of Figure 4-1. 

 
 

Figure 4-1 : Topology with a node in the middle on all shortest routes for the 
network 

 
If the decision is to use the shortest path, node 7 would be the obvious choice when 

routing data between node pairs (1,4), (2,5) and (3,6). This will always be the case as 

long as node 7 is alive, despite the existence of other routes. For example, if we want to 

1

2 

6 4 

5 

3 

7 

 



  

 

  53 
   
 
 
route packets between nodes 2 and 5, and assuming that all adjacent nodes are within 

radio range of each other, we can use the routes (2-1-6-5) or (2-3-4-5), in addition to (2-

7-5). The problem with continuously using node 7 for packet routing is that it will run out 

of energy much faster than other nodes in the network. From an energy point of view, this 

causes two issues: 

• Nodes are not treated as equal, which means that some nodes will run out of 

energy faster than the others due to their strategic location, thus causing them to 

cease to serve their own users faster than others. This presents a ‘ local’  problem 

that affects node users. 

• Network partitioning may occur. Since some nodes may be critical for routing 

between certain nodes at some point of time, if these critical nodes run out of 

energy, routing between these nodes can no longer be done. This presents a 

‘global’  problem that affects parts of the network or the whole network depending 

on the case. 

The PIES algorithm helps address these issues. It provides the underlying routing 

protocol with the capability to make and implement routing decisions that take into 

consideration the energy state of the nodes that can be used for routing traffic. This can 

transform the existing routing algorithm into an energy-conscious one. This strategy 

helps to maximize the lifetime of network nodes and hence the network operation as a 

whole  [7].  

The main goals of the PIES algorithm can be summarized as follows: 

• Fair energy conservation via: 
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o Rotating sleep periods equally among network nodes thus giving nodes 

equal opportunity for reducing energy consumption 

o Assisting routing algorithms in making routing decisions based on energy 

fairness   

• Little impact on network operation, for example, PIES introduces slight or no 

additional traffic or energy cost 

• Distributed processing of the algorithm which ensures robust operation that is not 

affected by the failure of one or more nodes 

• Modular nature which facilitates integrating it with existing routing algorithms 

4.3 PIES Algorithm Functional Description 

From a functional point of view, PIES can be considered to consist of two main units. 

One of these units handles the energy conservation operation. This is done through 

managing the nodes’  sleep and wakeup periods. The other unit or aspect of the algorithm 

takes care of supporting the routing protocol, as far as energy management decisions are 

concerned. It helps to ensure the routing protocol makes routing decisions that serve a 

specific goal. For example, whenever possible, nodes carry out routing duties that are 

proportional to their energy levels compared to each other. Figure 4-2 shows the 

interactions of PIES with the network and MAC/PHY layers. 

 

 

Figure 4-2: PIES interactions with the network and MAC/PHY layers 
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4.3.1 PIES Energy Consumption Management 

When PIES is enabled, nodes operate in one of two main modes: “asleep”  or “awake” . In 

order to ensure maximum energy fairness, PIES enforces a configurable two-step cycle of 

operation for each node of the network. One portion of the cycle is a mandatory sleep 

period while the other portion is a mandatory wakeup period. While awake, a node can 

communicate normally with other nodes as per the routing protocol that is in use. The 

length of the mandatory wakeup period affects the connectivity of the network as nodes 

establish their knowledge of the current neighbors and network conditions during this 

period. While “asleep” , a node cannot exchange data with the external world. The only 

exception is sending broadcast messages that pertain to the routing protocol. In this case, 

the node goes to what is called “sleep-pending”  state, where it wakes up for the duration 

of the broadcast and then it goes back to the “asleep”  state to resume sleeping for 

whatever is left of the current sleep period. The reason behind not allowing unicast traffic 

and allowing only the sending of broadcast traffic is as follows. If we are to allow the 

node to send unicast messages during the sleep period, the node will have to abort the 

sleep and make sure it remains awake for the period of exchanging the control messages 

(RTS, CTS and ACK) as well as the data with the other end. This will not only 

complicate the operation of the algorithm, but will also potentially deprive the node from 

having a decent sleep period since the amount of time taken by this exchange can be 

unpredictably long in cases such as transmission errors. This contradicts with the goal of 

fair energy conservation for all nodes. However, we still allow broadcast messages to be 

sent by the sleeping node since the interruption of the sleep mode will be minimal in this 
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case and at the same time this permission will help preserve healthy operation of the 

routing algorithm. Figure 4-3 gives a description of how transitions between modes 

occur.   

While the node is asleep, other nodes may have some traffic that they need to send or 

forward to it. In order to make sure that this traffic will not be lost, nodes need to know 

when the node in question will start its sleep period and when it will become awake again 

which in turn determines if the node is asleep or awake. With this knowledge, the sending 

nodes buffer the traffic going to the sleeping node during its sleep period and then release 

it when it wakes up. This can be achieved via going-to-sleep and waking-up notifications 

that the node can send to the outside world upon going to sleep and waking up, 

respectively. 

                                     

 

Figure 4-3: PIES modes of operation 
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However, this method, besides being unreliable, introduces an additional energy and 

traffic cost to the network operation. Alternatively, PIES relies on each node being aware 

of the sleep status of any node in the network via the following formula: 

Sc = { [int((NOW – Sp)/(Wt + St)) + 1] × (Wt + St)}  + Sp,    (4-1) 

Where: 

Sc is the end of the current, if currently asleep, or next sleep period 

Sp is the end of any known previous sleep period of the node 

Wt is the PIES mandatory wakeup period in seconds 

St is the PIES mandatory sleep period in seconds 

NOW is the current time 

This formula can be derived as follows: 

Let us assume that a node ends its sleep time at some point of time, Sm. It wakes up for 

Wt and it then sleeps for St and the cycle is repeated. Therefore the total cycle length is (St 

+ Wt), or for simplicity, T.  

Therefore, to get the next sleep end time, Sm+1, we use the following equation:   

Sm+1 = Sm + (Sm+1 – Sm) and,  

Sm+2 = Sm+1 + (Sm+2  –  Sm+1) 

         = Sm + (Sm+2  –  Sm) 

and so on. 

To generalize, if we want to calculate the next sleep end time Sn using any sleep end time 

Sm where Sn > Sm, the equation to use is: 

Sn = Sm + (Sn – Sm) 
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     = Sm + [(Sn – Sm)/T] ×T 

     = Sm + [(Sn-1 – Sm)/T + T/T] × T       (4-2) 

where Sn  = Sn-1 + T      

At time, t, where Sn-1 ≤ t < Sn, to be able to get Sn using (t) and any known sleep end time 

Sm, we proceed as follows.  

Since Sn-1 ≤ t < Sn and t – Sn-1 < T, therefore { (t – Sm)/T – (Sn-1 – Sm)/T}  is positive real 

number that is less than 1.  

Therefore, the integer portion of (t – Sm)/T is equal to (Sn-1 – Sm)/T or, 

int[(t – Sm)/T] = (Sn-1 – Sm)/T        (4-3) 

Therefore, and since we know t but not Sn-1, (4-3) can be substituted in (4-2) to get the 

following: 

Sn = Sm + [int((t – Sm)/T) + 1] × T 

     = [int((t – Sm)/(St + Wt)) + 1] × (St + Wt)] + Sm,  

which is equation (4-1). 

By determining the end of the current sleep period (if the node is asleep) or the next one 

(if it is awake), the sending node can determine whether it can send traffic to the node or 

if it should buffer it and send it later when it becomes awake. This formula makes it 

possible for any node to know the sleep state for any other node that it is aware of, 

regardless of the mobility conditions of the network. If no prior sleep period of the node 

is known, the initial sleep period can be used. The first or initial sleep period for all nodes 

can always be a function of a known unique parameter of the node. This mechanism 

assumes that there is no time shift between the two communicating nodes and we have 

based our experimental simulations on this assumption. This can be the case in 



  

 

  59 
   
 
 
coordinated operations that rely on the participants having the same time knowledge. It 

can also be the case where the different nodes have their clocks synchronized with one 

common external time source  [45]. However, if a time shift exists between two 

communicating nodes, the time of each of them can be piggybacked on routing protocol 

messages. As data will only be sent after a route has been discovered, this clock shift can 

then be factored into equation (4-1) and a slight slack time can also be introduced in the 

beginning and end of the sleep time as an extra precaution. It is worth mentioning that 

PIES maintains a table at each node that we call the PIES table which includes 

information about network nodes sleep period and energy info for easy lookup. This table 

gets updated periodically and upon any new relevant knowledge that the node obtains to 

make sure the information stays fresh. Once a node needs to communicate with another 

node, it uses its own PIES table to obtain the sleep period and energy info of that node. If 

it does not find the sleep info in the table, it can use the above formula to determine the 

sleep status of that node. This method allows complete predictability of the other nodes’  

sleep status in a way that is robust and at the same time does not introduce traffic or 

energy consumption costs to the network operation. 

Despite the fact that several nodes of the network may be asleep at the same time at 

certain points of time, we have found it important to make sure that not all nodes of the 

network have fully overlapping sleep periods (that start and end at the same time). For 

that reason, PIES uses a sleep separation parameter which represents a factor in 

determining the start of the initial sleep period of the node. The sleep separation factor 

can be of a constant value or a function of some parameter. In our experiments, we used 

it as a function of the sleep time. It is important to choose the sleep separation factor as 
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well as the sleep time/wakeup time combination in such a way that it prevents two nodes 

from having totally out-of-sync schedules. As a measure to ensure that, we recommend 

avoiding the use of sleep time and wakeup time of equal length. However, we 

experimented with this case in our simulations to test the impact. For simplicity, we 

selected the sleep separation factor in our simulations to be 10% of the sleep time. We 

then calculated the initial sleep start delay of a node to be the sleep separation factor 

times the node ID (with nodes being numbered by integers, starting at 0). 

So, in summary, based on the node ID (which has to be known for routing purposes), 

each node in the network can deterministically determine whether a node is awake or 

asleep. 

With energy consumption management as described above, it is possible to limit idle 

energy consumption to lower levels as we have effectively condensed the sending and 

receiving activities in shorter time periods, reducing energy consumption by putting the 

nodes to sleep for the rest of the time. The only visible side effect of this strategy is the 

possible impact on latency, which also depends on the network traffic.  

4.3.2 PIES Energy Balance Management 

The PIES algorithm also interacts with the routing algorithm to balance energy 

consumption that occurs during the routing operations. It does so by helping the routing 

protocols to balance the routing duties in a fair manner such that no node will be over-

utilized while others that can lead to the same destination remain under-utilized. For this 

to happen, there needs to be some means for signaling the need for a switch from one 

route to others. For this purpose we use what we call the PIES “rotation threshold” . 
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4.3.2.1 PIES Rotation Threshold 

Many routing algorithms’  selection of the routing path is based on the number of nodes 

on the path. This helps keep latency at a minimum under normal conditions. Therefore 

and to try to both balance energy consumption and at the same time maintain an 

acceptable degree of packet latency, the criteria to be used for switching nodes has to be 

considered carefully. For example, node switching should not occur unless there is a 

considerable difference between node energies. For this purpose, PIES uses energy 

thresholds, or rotation thresholds, to help the routing algorithms make this decision. The 

initial value of the rotation threshold can be preset to a certain percentage of the node’s 

initial energy, say 80%, as an example. However, once the initial threshold is reached by 

any of the nodes, a new value of the threshold needs to be set for this node and 

announced to its neighbors. There are several possibilities for setting new threshold 

values. One way is to use constant decrements. For example, if the initial value of node 

energies is 100 Joules, the threshold will be decremented by 20 Joules every time it needs 

to be updated. Another way of doing this is by setting the threshold linearly. That is, we 

decrease with a certain factor of the previous value of the rotation threshold. For 

example, if the current value of the threshold is “e1” , the new threshold, e2, would be: 

 

e2 = ρ × e1,          (4-4) 

Where “ρ”  is the rotation factor. The linear approach allows us a finer granularity in 

rotating the routing duties. However, once we reach a certain small threshold value, it 

would become more efficient to decrement thresholds in constant values to avoid 
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threshold messages getting sent too often, if PIES was configured to send such messages. 

Announcing new threshold values can be done via either sending PIES specific messages 

to neighbors or piggybacking this information on other packets the node sends using a 

PIES specific header that gets populated upon sending the packet. The method is 

configurable and it depends on the underlying routing protocol. It should be noted, 

however, that even if the chosen method is PIES’  specific messages, the cost is still 

minor as the messages are sent only when a threshold changes which generally does not 

happen frequently. 

4.3.2.2 Routing Protocol Energy Management Interactions with PIES 

There are different points of interaction that can exist between PIES and the routing 

protocol. The routing protocol needs to interact with PIES to determine node sleep state 

and hence forward delays. In addition, the routing protocol can make energy-conscious 

decisions using the data provided by PIES. It is worth mentioning that a variety of 

decisions can be made based on this data. For example, the routing protocol can use the 

route that has nodes with highest average overall energy, based on the different energy 

rotation threshold levels.  

Since our goal is to ensure maximum energy fairness, we have focused on experimenting 

with having the routing algorithms differentiate between routes based on the minimum 

rotation threshold values of the nodes on the route. Therefore, when the routing protocol 

has the choice between several routing paths, the decision is made based on minimum 

threshold values on these paths. This requires the interaction between the routing protocol 

and PIES upon making this decision to obtain the necessary data. This implies slight 
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modifications to the routing protocol, to involve some PIES APIs if PIES is enabled. 

These APIs then trigger the necessary calculations and enable the routing protocol to 

decide accordingly. 

4.4 Summary 

In this chapter, we presented our proposal for energy conservation in ad hoc networks. 

We first outlined the requirements that should be fulfilled by an energy conserving 

algorithm. We then presented PIES, which is an energy saving algorithm that works in 

conjunction with existing ad hoc routing algorithms. We described the design strategy of 

PIES and we presented its two main components. PIES has a distributed mode of 

operation that aims at achieving fair energy conservation for all network nodes. It does so 

in two steps. First, it ensures that all nodes equally share in the energy conservation mode 

and hence achieve an equal amount of idle energy reduction. Then it helps the routing 

protocol with energy-aware routing decisions via making the energy conditions of nodes 

along the different paths available. PIES ensures packet delivery by allowing network 

nodes to determine the sleep state of neighbors with certainty. This way, they manage 

their communication with neighbors based on their proper mode of operation. By design, 

PIES does not introduce a significant cost, both from a traffic and an energy point of 

view, to the network operation.
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Chapter 5: PIES Performance Evaluation  
 
 
 
5.1 Introduction 

In the previous chapter, we introduced PIES, which integrates with existing ad hoc 

routing algorithms and helps with overall balanced energy conservation. In this chapter, 

we introduce the results of evaluating the PIES algorithm performance from different 

perspectives. We first assess its performance when it is integrated with routing protocols 

of different categories. We then show its ability to scale with higher network population 

and traffic. We also evaluate its performance with different types of traffic and 

demonstrate the effect of changing its parameters on performance. We then show the 

effect of using PIES on enhancing network lifetime. Finally, we perform a comparison 

with the on-demand power saving algorithm. 

5.2 Evaluation Method and Environment 

In order to evaluate PIES in different conditions, we will be using simulation 

experiments. Simulation is one of the most important methods in evaluating networking 

related algorithms and protocols. The use of simulation has many benefits that make it a 

very powerful tool  [1], [22]. For example, it allows repeating scenarios, experimenting 

with different parameters individually and investigating a variety of parameter 

combinations. It also allows us to understand and rectify the behavior of an algorithm or a 

system in conditions in which we may not be able to easily experiment with the scenarios 

of interest in the real environment.
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To achieve steady-state performance results, we have to run simulations for long enough. 

Compared to experimental set-ups reported in the literature, and based on the fact that we 

use relatively high node motilities, we determined 600 seconds as being sufficient for this 

purpose. 

In these evaluation experiments, we use the ns2 simulator  [13] to conduct our 

performance evaluation. This includes the CMU Monarch Project’s  [12] wireless and 

mobility enhancements to ns2. In the following, we describe the simulation conditions 

that we generally used in our simulation experiments. Unless otherwise specified while 

discussing a certain experiment, these are the conditions under which the experiment was 

conducted. We ran our simulations for different pause times at a selected high maximum 

speed to test the impact on PIES operation. This represents different mobility conditions 

of network nodes. Each data point is an average of five simulation runs with different 

randomly generated mobility scenarios. For all runs, we used identical traffic models. We 

used the same mobility and traffic scenarios across all the cases under comparison. Table 

5-1 shows the values that we used for the simulation runs. In general, a statistical analysis 

based on the corresponding confidence intervals confirms the trends observed by looking 

at the experimental averages. We will be discussing these intervals when experimenting 

with the different routing categories, as examples.   For the rotation threshold, we applied 

equation (4-4), with ρ = 0.9. However, when the energy reaches a certain low threshold 

(we selected 30 Joules), we switch to constant decrements of 15 Joules. In our 

simulations, threshold information is exchanged via the routing protocol control 

messages (piggybacking) as well as PIES announcements upon threshold changes. We 
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have verified that piggybacking is sufficient for this purpose, however, we included the 

PIES overhead also in our simulations to get worst-case condition results.  

Table 5-1: Simulation parameters 

Number of nodes 50 
Dimensions of simulation area (m×m) 1500×300 
Initial node energy (Joules) 1000 
Simulation time (seconds) 600 
Traffic type CBR 
Number of traffic connections 20 
Maximum node speed (m/s) 20 

 

With these conditions, we ran our simulations using different values of PIES mandatory 

wakeup time (WT) and mandatory sleep time (ST) pairs to examine the effect of 

changing these dominant PIES parameters on the network operation and results. For the 

experiments where we wanted to check the effect of changing PIES ST/WT values, we 

used ST/WT values in seconds of: 0.5/0.5, 0.75/1.0 and 0.25/0.5. 

As far as the evaluation criteria are concerned, we measure two main aspects: the energy 

performance and the network operation performance. For energy performance, we 

measure the energy savings and the standard deviation of node energies. The standard 

deviation is used as means of measuring energy fairness: the lower the standard 

deviation, the fairer the energy consumption across nodes is. For network operation 

performance, we use the packet delivery ratio and packet delivery latency as evaluation 

measures. 

5.3 Energy Model 

In our simulations, we consider energy consumption in the sending, receiving, idle and 

sleep modes of operation. Experiments e.g.  [14], [43] have been conducted to measure 



  

 

  67 
   
 
 
and determine the power consumption patterns in the different operation modes. In our 

simulations we use the power consumption values for send, receive, idle, and sleep 

modes that were obtained through measurements in previous studies e.g.  [14]. Table 5-2 

shows the values that we used. 

Table 5-2: Power consumption parameters 

Rx Power Consumption 1.0 W 
Tx Power Consumption 1.4 W 
Idle Power Consumption  0.83 W 
Sleep Power Consumption 0.13 W 

 
5.4 PIES Performance with Reactive and Proactive Routing Protocols 

In this section, we examine the performance of PIES with the different categories of 

routing protocols, namely the on-demand (or reactive) routing and the proactive routing 

algorithms. The intent is to ensure its ability to function properly with the different types 

of routing strategies and to provide an assessment of the required modifications of the 

routing algorithm in each case. For this purpose, we integrated PIES with the AODV 

(reactive routing) and the OLSR (proactive routing) routing protocols. We also show later 

in this chapter the performance of PIES with the DSR routing protocol, which belongs to 

the reactive routing category, as part of one of our comparison experiments. 

5.4.1 Evaluation Results with a Reactive Routing Protocol: AODV 

The functionality of the AODV protocol  [34] is based on maintaining a vector of paths 

(i.e. routing table) that lead to the different destinations at each node. A given node does 

not have full knowledge of any of the routes. It only knows the next hop along any given 

route. Each node keeps only one route (the one that has the smallest number of hops i.e. 

shortest route) to any given destination. AODV also uses periodic HELLO messages to 
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keep neighbors aware of the other nodes in the neighborhood. This process is used for 

route maintenance. Our goal is to assess the effect of introducing PIES with its periodic 

node sleep states on this process. 

For this purpose, we modified AODV so that it can function in cooperation with PIES. 

The main modifications included: 

• Interaction between AODV and PIES to determine node sleep states and hence 

forward delays  

• Inclusion of the determination of minimum threshold values on routing paths in 

AODV 

• Inclusion of route selection based on minimum threshold values on routing paths 

• Piggybacking of PIES info on AODV control packets 

 
With a traffic data rate of 12kbps per sender, we ran the simulations for different pause 

times with AODV active alone and then with PIES enabled together with AODV.  

With PIES enabled, and for the selected values for the mandatory sleep and wakeup times 

as indicated above, the energy performance was better than in the case of AODV alone as 

shown in Figure 5-1. We were able to reach energy savings close to 50% over the routing 

algorithm alone. The degree of improvement varied with the values of the ST and WT 

times used. In this figure, we notice that PIES energy consumption reduction for a given 

ST/WT pair value is consistent regardless of the mobility conditions of the network 

nodes. The figure also shows that PIES energy saving performance increases with the 

increase of the ST:WT ratio. When considering the 95% confidence intervals in the case 

where ST/WT = 0.75/1.0 with pause time = 600 sec as an example, we find that the 
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energy savings are between 38.12% and 40.25%. This result shows that the energy 

savings that are achieved by PIES are statistically significant. 

We also found that the standard deviation of node energies, which we use as an indicator 

for energy fairness between nodes, is better with PIES enabled. This is despite the fact 

that with PIES disabled, idle energy consumption presents an inherent source of energy 

balance between the nodes to some extent since wireless interfaces would consume 

energy even while in idle state. With PIES enabled, we were able to reduce idle energy 

consumption significantly and at the same time achieve balanced energy consumption  

 

0.00
1 0.00
2 0.00
3 0.00
4 0.00
5 0.00
6 0.00
7 0.00
8 0.00
9 0.00

1 00.00

1 00 2 00 3 00 4 00 5 00 6 00
Pause time (sec)

Pe
rce

nta
ge

 en
erg

y s
av

ing
s w

ith
 

PI
ES

Savings w ith
ST / W T = 0 . 2 5 / 0 . 5
Savings w ith
ST / W T = 0 . 7 5 / 1 . 0
Savings w ith
ST / W T = 0 . 5 / 0 . 5

 

Figure 5-1: Energy savings with PIES enabled with AODV 
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Figure 5-2: Standard deviations of node energies for AODV with and without PIES 

 
between network nodes, exceeding the case when PIES is disabled. Figure 5-2 compares 

the standard deviation of node energies without PIES and with PIES enabled. We notice 

from the figure that the standard deviation decreases (and hence energy fairness 

increases) with the increase of the ST:WT ratio. We notice that energy fairness generally 

increases with increased mobility, as more nodes share more equally in the routing duty. 

Considering the 95% confidence intervals with ST/WT values of 0.75/1.0 and pause time 

= 600 sec, we found that without PIES enabled, the range of the standard deviation of 

node energies is [8.03, 10.41]. When PIES is enabled, the standard deviation range is 

[5.98, 7.31]. As we can see, there is no overlap between the two ranges which means that 

the difference in energy fairness between the two cases is statistically significant. 

We have also measured the packet delivery ratios without PIES and then with PIES 

enabled. We found that, with PIES enabled and for the ST/WT pair values that we used, 
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the impact on the packet delivery ratio (PDR) is not significant especially as the pause 

time increases (lower mobility). It also tends to drop slightly with the increase of the 

ST:WT ratio. This is clearer in the case where ST/WT=0.5/0.5 over the two cases where 

ST < WT in which PDRs are closer to each other, see Figure 5-3. We notice from this  
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Figure 5-3: Packet delivery ratio for AODV with and without PIES 

figure that packet delivery ratios become almost the same in the case where nodes are 

static both in case of AODV alone and in all the PIES cases.  

We also measured one other aspect of the performance which is packet delivery latencies. 

Here we found that PIES performs worse to varying degrees than when PIES is disabled 

(AODV alone). This is due to the fact that packets may have to wait before they get 

transmitted over several hops due to the next-hop neighbor being asleep. One possible 

way to reduce this impact is by the proper choice of the ST and WT parameters of PIES 

as we will discuss later. Figure 5-4 gives the packet latency comparison between the 
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cases where PIES is enabled and without PIES. From this experiment, we see that a 

higher ST:WT ratio results in a better energy performance with no significant impact on 

packet delivery ratio but with increased packet delivery latency, for the values we used. 

We will be discussing the PIES additional latency analytically in Chapter 6. 
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Figure 5-4: Packet delivery latency for AODV with and without PIES 

 

5.4.2 Evaluation Results with a Proactive Routing Protocol: OLSR 

Through Optimized Link State Routing (OLSR)  [11],  [21], [29], nodes exchange topology 

information on a regular basis. Selected multipoint relay (MPR) nodes announce this 

information periodically to the network. These nodes are also used in calculating the 

route from any network node to a given destination. MPR node selection depends on 

periodical exchange of HELLO messages between nodes. Also, topology control 

messages are sent periodically (or upon MPR node changes) by nodes to maintain 
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topology information throughout the network. PIES operation relies on periodical sleep 

operations. Therefore, it is important to investigate its effect and adaptability to the 

operation of OLSR in which periodical message exchange is crucial to the health of the 

network.  

To test the performance of the PIES algorithm with OLSR, we used a traffic data rate of 

3kbps. This is lower than what we used with AODV to avoid congestion which results 

from the combination of the proactive OLSR route maintenance control messages and 

high traffic rates. In order to enable OLSR to function with PIES, we modified OLSR in a 

way similar to our modifications to AODV. In addition, we adapted the frequency of 

sending the OLSR control packets that are crucial to the health of route maintenance to 

the sleep cycle of PIES. This is done by resending copies of the control messages after 

ST seconds. We ran OLSR with PIES disabled and then with PIES enabled to compare 

the performance in both cases. In general, we found the results to have similar trends as 

in the case of AODV with slight differences. The energy savings are slightly lower than 

the case of AODV, see Figure 5-5. The reason is the proactive nature of the OLSR 

protocol which requires the periodic exchange of topology maintenance messages which 

consumes more energy when nodes are awake than would be the case with a reactive 

routing protocol. When we consider the 95% confidence intervals of energy savings, and 

considering the case where ST/WT = 0.75/1.0 and pause time = 600 sec, we found that 

the range of energy savings is [36.28, 37.08] which is a tight range.  As far as energy 

fairness is concerned, we found that PIES helps achieve considerably better results than 

in case of OLSR alone, see Figure 5-6. This can be attributed to the fact that relay nodes, 

which are the nodes that are used for routing duties in OLSR, are also given a fair share 
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of sleep time and consequently energy savings when PIES is enabled. When we consider 

the 95% confidence intervals as above, we find in the case where PIES is disabled, the 

range of the standard deviation of node energies is [5.2, 5.63] while with PIES enabled it 

is [3.65, 4.13]. We can see that there is no overlap between the two ranges and the result 

is therefore statistically significant.  As far as packet delivery performance is concerned, 

enabling PIES resulted in a comparable packet delivery ratio with the case where PIES is 

disabled especially with lower ST:WT ratios. As in the AODV case, the PDR tends to 

drop with the increase of the ST:WT ratio, see Figure 5-7. As for packet delivery latency, 

we found that it increases with the increase of the sleep time, ST, as shown in Figure 5-8.  
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Figure 5-5: Energy savings with PIES enabled with OLSR 
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Figure 5-6: Standard deviations of node energies for OLSR with and without PIES 
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Figure 5-7: Packet delivery ratio for OLSR with and without PIES 
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Figure 5-8: Packet delivery latency for OLSR with and without PIES 

 

5.5 Scalability of the PIES Algorithm 

In this section, we examine the ability of the PIES algorithm to scale with the increase of 

the network population as well as with the increase of traffic data rate. The goal here is to 

measure the ability of PIES to continue to deliver operational performance that is 

comparable to that of the routing protocol alone, and energy performance that is superior 

to that of the routing protocol alone for bigger networks.  

5.5.1 PIES Scalability Performance with Higher Network Population 

We performed the experiment of Section 5.4.1 with networks that have 75 and 100 

network nodes, respectively. We used the mobility scenarios based on this number of 
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nodes, and the rest of the simulation conditions are kept the same. We used AODV as the 

routing protocol. For PIES, we used ST/WT values of 0.25/0.5.  

The increase of network nodes increases possibility of collisions with each network node 

trying to advertise its presence according to the routing protocol strategy, in this case 

AODV HELLO messages. Also, the possibility of more routes and route replies to 

requests increases, hence increasing the traffic load on the network.  
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Figure 5-9: Energy savings with PIES enabled with AODV in a network with 50, 75 
and 100 nodes with ST/WT = 0.25/0.5 

 
 
As far as energy performance is concerned, we see from Figure 5-9 that PIES in this case 

resulted in around 30% energy savings over AODV alone for this ST/WT pair for both 

cases. This savings level is almost the same as what we saw previously in the case of 50 
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nodes. We have included the trend for the 50-node network case in this figure for easy 

comparison. 

The standard deviation trend shown in Figure 5-10 is also more or less the same as in the 

case of 50 nodes, for both the 75 and 100 node cases. Looking at the network operation 

performance, we see that the packet delivery ratios are comparable in the case when PIES 

is enabled to that where AODV is functioning alone, see Figure 5-11. We notice a 

slightly better PDR performance in general in all cases than in the case with 50 nodes due 

to the fact that more nodes are available which results in more routes to destinations due 

to the denser nature of the network. By examining the packet delivery latency trend in the 

case where PIES is enabled and where PIES is disabled, we find that the trend is again 

similar to that in the 50 nodes case but with a narrower latencies difference between the 

case of PIES and that of AODV alone. We attribute this again to the denser network that 

enables shorter routes with more possibilities of nodes awake on these routes which can 

reduce the time a route is discovered and used.  

From this experiment, we see that PIES continues to perform well with higher network 

node population. In fact, it shows some improvement with regard to the packet delivery 

latency as we explained above. 

5.5.2 Scalability of PIES with Different Traffic Rates 

In this section, we measure the performance of PIES as the network traffic increases. In 

order to perform this evaluation, we use the same network conditions as indicated 

previously but with several data rates. At each of the chosen send rates, we measure both 

the energy performance and network operation performance and compare the case when  
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Figure 5-10: Standard deviations of nodes energies with AODV in networks with 75 
and 100 nodes 
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Figure 5-11: Packet delivery ratios with AODV in networks with 75 and 100 nodes 
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Figure 5-12: Packet delivery latencies with AODV in networks with 75 and 100 
nodes 

PIES is enabled with that when it is not. We used AODV as the routing protocol and ran 

the simulations for the case where pause time = 600 seconds, i.e. with no motion.  

From Figure 5-13, we see that the energy savings of PIES over AODV alone is consistent 

regardless of the traffic send rate. This is also generally the case as far as energy fairness 

is concerned which is evident from the trend shown by Figure 5-14.  

Considering network operation performance, Figures 5-15 and 5-16 show the packet 

delivery ratios and packet delivery latencies respectively with the different traffic send 

rates. From these figures, we see that the packet delivery ratio performances when PIES 

enabled and when it is disabled are identical. At a very high rate, 15 Kbps, we start seeing 

a slight drop when PIES is enabled. This drop is due to interface queue overflow that 

occurs as the data rate increases together with the fact that PIES causes packet buffering 



  

 

  81 
   
 
 
while nodes are asleep. It is worth mentioning that when we increased queue sizes, we 

were able to lower this drop which is already very small. We have not reflected this in the 

results, however, since this increase in the queue size is not needed in the case of the 

routing protocol alone. As for the packet delivery latencies, we see that the difference is 

consistent for low, medium and relatively high data send rates. As the traffic data rates 

get higher, we see that the latencies with PIES enabled start to increase at a higher rate. 

This can be attributed to increased contention at the communication channel due to the 

buffered traffic that results from nodes having been in sleep state combined with the 

already constantly high traffic rate. 

From this experiment, we see that the PIES performance is consistent with the higher 

network traffic both from energy and network operation points of view. As the traffic 

becomes quite high, the PIES-induced latency increases further.  
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Figure 5-13: PIES energy savings over AODV alone with different traffic rates 
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Figure 5-14: Standard deviation of node energies with different traffic rates 
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Figure 5-15: Packet delivery ratios with different traffic rates 
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Figure 5-16: Packet delivery latencies with different traffic rates 

 

5.6 PIES Performance with On-Off Traffic Sources 

On-off traffic represents a bursty traffic model that is frequently used to characterize 

traffic in data networks. In this model, traffic sources switch between on and off traffic 

sending states. They remain in each state for a certain period of time, namely the busy 

and idle periods, respectively. This type of traffic can result in a higher rate of collision, 

delays and network congestion  [31], [36]. We found it important to study the effect of 

enabling PIES under these traffic conditions to measure its ability to cope with harsher 

network conditions. 

We have experimented with this traffic model with AODV as the routing protocol. The 

busy and idle intervals of the traffic follow exponential distributions with means of 10 
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and 100 seconds respectively. In this experiment, we used 20 traffic connections with 3 

Kbps data rate for each traffic source during busy intervals. 

If we consider the energy performance, we find that PIES provides consistent energy 

savings over AODV alone regardless of the mobility conditions of network nodes, see 

Figure 5-17.  Also, PIES still shows a higher degree of fairness over AODV alone even in 

this bursty condition which implies higher degree of node utilization in general to 

establish routes and recover from collisions. Figure 5-18 shows this trend. It is worth 

mentioning that the standard deviation trends as shown in Figure 5-18 are generally lower 

than the cases with CBR traffic (e.g. as in Section 5.4.1). This is due to the fact that node 

utilization is generally higher across network nodes in the case of bursty traffic than in 

the case of CBR traffic.  

 

0

2 0

4 0

6 0

8 0

1 00

1 00 2 00 3 00 4 00 5 00 6 00
Pause time (sec)

Pe
rce

nta
ge

 sa
vin

gs

Savings w ith
ST / W T = 0 . 2 5 / 0 . 5

 

Figure 5-17: PIES energy savings over AODV alone with on-off traffic  
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Figure 5-18: Standard deviation of node energies with on-off traffic 

Considering network operation performance, we found that the PDR with PIES enabled 

is comparable to that when AODV active alone, see Figure 5-19.  With AODV alone, 

packet delivery latency seems to be high with higher mobility conditions due to 

collisions. This narrows the difference between this case and the case when PIES is 

enabled considerably, since PIES mandates that nodes sleep periodically and hence 

reduces contention. Figure 5-20 shows the packet delivery latency behavior. 

From this experiment, we see that PIES continues to show good energy performance that 

is similar to that of the case of long-lived traffic connections. As for network operation 

performance, PIES seems to adapt well to the conditions imposed by bursty traffic and 

seems to behave even better than in the case of the long-lived traffic connections relative 

to AODV alone especially under higher mobility conditions. 
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5.7 Effect of Changing PIES Parameters on the Performance 

PIES has three important parameters: mandatory sleep time (ST), mandatory wakeup 

time (WT) and sleep separation factor. We have already seen the effect of changing the 

ST/WT pairs while we were experimenting with the different kinds of routing protocols 

earlier in this chapter. However, from this perspective, there is still an interesting case to 

be investigated: fixing the ST:WT ratio while changing the absolute values. This can give 

us a good insight into the relationship between the ST:WT ratio and the network 

operation performance as well as the energy performance. We also need to investigate the 

effect of changing the sleep separation factor on performance. 
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Figure 5-19: Packet delivery ratios with on-off traffic 
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Figure 5-20: Packet delivery latencies with on-off traffic 

 

5.7.1 Changing ST/WT Pair while keeping the same ST:WT Ratio 

In this experiment, we ran simulations with AODV as the routing protocol for a pause 

time of 400 sec and used the following ST/WT combinations: 0.25/0.5, 0.5/1.0, 1.0/2.0, 

1.5/3.0, and 2.0/4.0. The data rate per connection is 12 Kbps. We found that energy 

savings over AODV alone are almost the same in all cases, as shown in Figure 5-21. The 

standard deviation of remaining energies generally decreases as the values of ST and WT 

increase. This can be attributed to higher utilization of the wakeup period in handling 

traffic while addressing idle energy more aggressively with longer sleep times. This 

situation results in forcing a more fair distribution of routing duties at this mobility 

condition as the difference in node energies become more visible between nodes that just 

woke up and others that have been awake over the past period of time. Figure 5-22 shows 
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this trend. As far as packet delivery ratio and packet delivery latency are concerned, the 

use of small values for ST and WT yields the best results for the load conditions that we 

used. The ST/WT = 0.25/0.5 in our experiment gave the best results for these metrics. For 

these network conditions, as the sleep time (ST) increases, the number of buffered 

packets increases which increases the chance of collisions and hence packet loss. The 

relatively short wakeup time does not affect route establishment as the load conditions 

leave reasonable room for exchanging route information within this time. Figure 5-23 

shows the packet delivery ratio behavior. The latency also increases with the increase of 

sleep time of nodes along the path between the source and destination. Figure 5-24 shows 

the packet latency trend. 

This experiment gives us some good insights into the choice of the ST/WT values. It 

shows that energy performance generally remains the same for the same ST:WT ratio. 

This is the case while the network operation performance is affected more by the value of 

ST in particular. As this value increases, the latency tends to increase and the PDR tends 

to drop. Therefore, we should choose relatively small values for ST while keeping the 

same ST:WT ratio in order to achieve a certain level of energy performance. This has the 

down side of achieving less fairness as shown in Figure 5-22. However, PIES in this case 

still achieves better fairness than in case of the routing protocol alone. 

5.7.2 Effect of Changing the Sleep Separation Factor 

As we mentioned in Chapter 4, it is important to ensure that not all nodes of the network 

have fully overlapping sleep periods. Therefore, we introduced what we call the sleep 

separation factor which determines the start of the initial sleep period of each node.  
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In this experiment, we need to determine the effect of choosing the value of the sleep 

separation factor on performance. For this purpose, we ran simulations with AODV as 

the routing protocol for static network conditions and used the ST/WT pair of value 

0.25/0.5. Under these conditions, we changed the sleep separation factor to take the 

values 0.05ST, 0.1ST, 0.15ST and 0.2ST. The data rate per connection is 12 Kbps. From 

an energy performance perspective, we found that energy savings over AODV alone are 

not affected by the change of the value of the sleep separation factor, see Figure 5-25. 

The standard deviation of the remaining energies does not seem to be affected much 

either, see Figure 5-26. The packet delivery ratio and the packet delivery latency are  
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Figure 5-21: PIES energy savings for different values of ST and WT but with same 
ST:WT ratio 
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Figure 5-22: Standard deviations of remaining energy for different values of ST and 
WT (same ST:WT ratio) 
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Figure 5-23: Packet delivery ratios for different values of ST and WT but with same 
ST:WT ratio 
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Figure 5-24: Packet delivery latency for different values of ST and WT but with 
same ST:WT ratio 

 
almost unaffected by the value of the sleep separation factor, see Figures 5-27 and 5-28 

respectively.  

From this experiment, it seems that PIES performance is not sensitive to the choice of the 

value of the sleep separation factor. As long it is chosen to be of medium value (e.g. 

small fraction of the ST ~ 0.1-0.2 ST), there is no considerable resulting effect on 

performance. This is a welcome result since it makes it easier on the network operator to 

make a decision on the choice of the parameter without fearing negative impacts of their 

choice. 

5.8 Effect of PIES on Network Lifetime 

To examine the effect of PIES on extending the network lifetime, we ran simulations 

with AODV as the routing protocol with and without PIES enabled. We used a pause 

time value of 400 sec, initial node energies of 300 Joules and we ran the simulations for 
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600 seconds. The traffic rate is 12 Kbps per traffic source. For PIES, we use 

ST/WT=0.75/1.0. In the case when PIES is disabled, nodes start to die after 334.6 

seconds of the simulation. At around 352 seconds, network operation comes to a 

complete stop with all the nodes vital to the operation failing. With PIES enabled, the 

first node failure occurred at around 514.6 seconds. Other nodes started to fail until the 

network operation ceased with the nodes vital to the network operation running out of 

energy around 542 seconds of the simulation. This presents a network lifetime extension 

of about 54% over AODV alone. This percentage extension in network lifetime is higher 

than the percentage energy savings that we obtained in earlier experiments. This is  
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Figure 5-25: PIES energy savings for different values of sleep separation factor 
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Figure 5-26: Standard deviation of node energies for different values of sleep 
separation factor 
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Figure 5-27: Packet delivery ratios for different values of sleep separation factor 
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Figure 5-28: Packet delivery latencies for different values of sleep separation factor 

 
because the energy savings are calculated as average across all nodes while the lifetime 

of the network may depend on some remaining nodes that possess energy higher than the 

average remaining network node energy. In addition, the higher imbalance of energy 

consumption in the case of AODV alone (without PIES) causes faster depletion of the 

energy of some critical nodes which also contributes to this result. We also measured the 

percentage increase of the payload delivery with PIES in this case and we found it to be 

68% over the case with AODV alone.  

With higher ST:WT ratio, we can get better energy performance, i.e. more energy 

savings,  which results in even longer network lifetime. To see this, we repeated the same 

experiment with ST/WT=0.5/0.5. The first node in this case started to die around 568.5 

seconds with total operation stopping at around 593.7 seconds, which represents a 
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roughly 69% lifetime extension. As for the percentage increase of payload delivery, we 

found it to be 79.5% over AODV alone in this case. 

5.9 Comparison with the On-demand Power Management Algorithm 

In this section, we compare the performance of the PIES algorithm with that of the on-

demand power management algorithm  [49]. We have selected this algorithm for our 

comparison since it both addresses the main source of energy waste, idle energy 

consumption, and its operation is based on a realistic network model. The on-demand 

power management algorithm selects a routing backbone that remains turned on, based 

on the route discovery strategy of the routing protocol. We use DSR as the routing 

protocol in this comparison experiment.  

The DSR routing protocol belongs to the reactive routing category. Its functionality 

depends on including the full route to a destination in the header of each packet intended 

for this destination. Each node may keep several routes to a given destination in its route 

cache. The route selection is based on the shortest path. DSR uses promiscuous mode to 

enhance its path discovery and maintenance capabilities. This way, nodes can learn about 

routes to different destinations and include this route information in their routing cache. 

As far as PIES is concerned, it is important to see the effect of node sleep modes on their 

ability to acquire such additional route knowledge and therefore the effect on DSR’s 

performance with PIES enabled. 

5.9.1 Qualitative Comparison  

In order to pave the way for the experimental comparison between the two algorithms, 

we first perform a brief comparison between the functionality of both PIES and the on-
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demand power saving algorithm which we reviewed in Section 3.3. The following table 

compares the main features of both algorithms: 

Table 5-3: Comparison between PIES and On-demand power saving algorithm 

 PIES On-demand 
Use of broadcast messages Optional Beacon messages 
Dependent on the nature of the routing protocol  No Yes 
Method of determining neighbor sleep state Deterministic Inference 
Energy fairness by design Yes No 
Modularity Yes No 
Routing protocols it can operate with Any Any 
Separation between traffic nodes and routers  No No 

 
We see from this comparison that PIES provides a method to determine the node sleep 

state that is far more robust than that of the on-demand power saving algorithm. Also 

unlike the on-demand power saving algorithm, PIES has a modular architecture that 

enables it to fit easily with existing routing algorithms. Moreover, this structure does not 

need to be changed with the change of the routing algorithm in use. PIES also does not 

require supporting broadcast messages to be sent separately, which means that it does not 

impose additional traffic burden on the network. 

5.9.2 Performance Evaluation 

In order to compare the operation of PIES to that of the on-demand routing protocol, we 

selected the ST/WT pair value for PIES to be equal to 0.3/0.5. This is to achieve energy 

savings that are comparable to that of the on-demand algorithm in static scenarios, so that 

we do not focus the discussion solely on the amount of achievable energy savings. 

We measured both the energy performance and network operation performance in our 

comparison. As far as energy performance is concerned, and for the selected ST/WT 

value of PIES, we found that PIES results in consistent power savings of about 35% 
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regardless of the mobility conditions of network nodes. The savings that PIES provides 

are higher than those of the on-demand power management scheme until the network 

becomes almost static. At static conditions, the on-demand algorithm provides marginally 

higher savings (about 37%), see Figure 5-29. As we have seen before, PIES can provide 

even higher savings than the on-demand scheme, including in the static case, if we 

increase the ST:WT ratio. 

Considering energy consumption balance and fairness, the on-demand power 

management algorithm does not seem to pay any attention to this aspect. It seems that the 

nodes that are on some routes are severely penalized and are kept on for most if not all 

time while the other, less strategically positioned nodes, are allowed to enjoy extensive 

energy savings. This strategy can be detrimental to network operation in such cases 

where some nodes that are critical to the operation of the whole network are over-utilized 

and hence get depleted much faster than others. In the case of PIES, it shows energy 

performance that is fairest considering DSR alone and DSR with on-demand power 

management, see Figure 5-30. 

As far as packet delivery is concerned, both PIES and the on-demand algorithm seem to 

perform comparably to DSR alone especially at lower mobility, see Figure 5-31. 

Considering packet delivery latency, we found that the on-demand power management 

algorithm performs clearly better than PIES, see Figure 5-32. The reason is that it keeps 

the nodes that are on active routes always on with no attention given to conserving their 

idle energy. Therefore, it can provide better packet delivery latency performance at the 

price of wasting energy and in an unbalanced manner for some nodes. 
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Figure 5-29: Energy Savings for PIES and On-demand power management over 
DSR alone 

 

5.9.3 Effect on Network Lifetime 

In order to complete the comparison, we also examined the performance of both PIES 

and the on-demand power saving algorithm under reduced initial energy conditions. For 

this purpose, we performed the above experiment with initial node energies of 300 

Joules. We examined the effect on network lifetime. Figure 5-33 shows the results. From 

this figure, we see that PIES performs clearly better than the on-demand power saving 

algorithm even in the static network case. 

Since network lifetime extension alone does not give a sufficient indication about the 

network health in low energy conditions, we also examined the effect on network 

capacity. For this, we measured the number of delivered payload packets for both PIES 

and on-demand power saving relative to DSR alone. Figure 5-34 shows this comparison. 
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The results are rather interesting. It seems that, despite the longer lifetime that the on-

demand algorithm gives over DSR alone, the corresponding increase in packet delivery is 

quite low especially at high mobility conditions. The increase in delivery is well below 

10% at its highest point. In the case of PIES, the increase in packet delivery over DSR in 

these conditions is considerably higher and reaches above 60% in the static case. In high 

mobility conditions it is still high and is close to 50%. 

From this comparison, we see that overall, PIES performs clearly better than the on-

demand power saving algorithm. It provides consistent power savings regardless of 

network mobility conditions. It does so in a fair manner to all network nodes which 

results in healthy network conditions for a considerably longer period of time over the 

on-demand power saving algorithm. 

5.10 Summary 

In this chapter, we presented some simulation results to demonstrate the functionality of 

the PIES algorithm and its effect on the energy and network operation performance. First, 

we showed that PIES performs equally well with the AODV and OLSR routing protocols 

which belong to the reactive and proactive categories of routing algorithms, respectively. 

We showed that PIES does not affect the core functionality of the routing algorithm. 

Simulations have shown that PIES introduces significant energy savings that reach about 

50%. It does not achieve this at the expense of the energy balance between nodes and it 

actually enhances this balance. Simulations have also shown that with PIES enabled, 

packet delivery ratios are comparable to those achieved with the routing protocol alone 

(PIES disabled). Our experiments have shown that PIES has some effect on packet  
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Figure 5-30: Standard deviation for node energies: (a) in case of DSR alone, and 
with PIES,  (b) DSR alone and with the On-demand power saving algorithm 
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Figure 5-31: Packet delivery ratio performance with PIES and on-demand power 
management 
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Figure 5-32: Packet delivery latency for DSR, PIES and on-demand power 
management 
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Figure 5-33: Percentage increase in network lifetime for PIES and on-demand 
power saving algorithms over DSR alone 
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Figure 5-34: Percentage packet delivery increase for PIES and on-demand power 
saving over DSR alone in reduced energy conditions 
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latency. We also demonstrated the ability of PIES to scale well with increased network 

scale both from node population and traffic level perspectives. Finally, PIES performs 

well with bursty traffic which introduces new challenges to network operation.   

We also tested the effect of changing PIES parameters on energy and network 

performance. This included experimenting with different ST/WT pair values that have the 

same ST:WT ratio. Our simulations showed that with these ST/WT values and the chosen 

load conditions, the energy performance is almost the same for all ST/WT values while 

the PDR and packet delivery latency performance is better with smaller ST values. These 

tests also involved experimenting with different values of the sleep separation factor. Our 

experiments showed that energy performance and network operation performance are 

generally insensitive to the value of this parameter.  

We tested the effect that PIES has on extending the network lifetime. The routing 

algorithm alone failed to keep the network functioning beyond a certain point of time due 

to node failures while with PIES enabled, the network continued to function normally for 

a considerably longer period that reached almost 70% in our simulations. The percentage 

increase in delivered payload traffic reached almost 80%.  

We also performed qualitative and experimental comparisons with the on-demand power 

saving algorithm with DSR as the routing protocol. Overall, PIES showed superior results 

to those of the on-demand routing protocol and was able to expand network life time far 

beyond the on-demand power saving case. It was also able to show a much better packet 

delivery performance under limited battery energy conditions. 
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When we consider these results, we find that PIES produces good network operation 

performance results with substantial energy savings and network lifetime extension. This 

is done while achieving energy fairness which is our primary target. PIES also integrates 

nicely with existing routing protocols and does not impose any unrealistic conditions on 

network operations (i.e. separating traffic nodes from routing nodes).
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Chapter 6: Delay and Throughput 
Analysis of PIES  

 

6.1 Introduction 

Introducing an energy conserving strategy that depends on putting network nodes to sleep 

for periods of time has implications on important aspects of their operation. The most 

visible effect is on the packet delivery latency and on the throughput.  

In the previous chapter, we ran extensive experiments that enabled us to measure the 

effect that PIES has on such network operation aspects as latency and packet delivery 

ratio under the conditions of these experiments.  

In this chapter, we analyze the additional delay that PIES adds to the original packet 

delivery latency. We also perform a comparison between our analytical results and the 

results that we obtained through our simulation experiments. We also discuss analytically 

the effect of PIES on throughput in saturation conditions. In this throughput analysis, we 

consider the IEEE 802.11 MAC protocol. We also perform simulation experiments to 

verify our throughput analysis. Finally, we discuss the effect of the PIES ST and WT 

parameters on the overall performance. 

6.2 PIES Delay Analysis 

Since PIES introduces sleep periods, it is expected that the delay in sending packets 

between different nodes will generally be affected. Each node within the network
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operates on a cycle that is composed of a sleep time of duration ST seconds followed by a 

wakeup time of duration WT seconds. To analyze the additional end-to-end packet 

delivery latency that is introduced by PIES, let us first focus on any two communicating 

nodes X and Y within the network. We assume a no-congestion state of the network and 

that there is no contention on the communication channels for the nodes X and Y. We 

also assume the following  [18]: 

S is the event that both X and Y are awake, 

S  is the event that either of X or Y (or both) is asleep, 

A is the event that X is awake, 

A  is the event that X is asleep, 

B is the event that Y is awake, and 

B  is the event that Y is asleep 

Note that the two events A and B are independent of each other. If D is the extra packet 

latency that is introduced by PIES between X and Y then, the expected value of D, E(D), 

is given by the following: 

 

E(D) = E(D|S) P(S) + E(D|S ) P( S ) = E(D|S ) P( S )    (6-1) 

 

Since: 

P(S) = P(A∩B) = P(A|B) P(B) = P(A) P(B) = WT/(WT + ST)  × WT/(WT + ST) 

        = WT2 / (WT + ST)2        

Therefore, 
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P( S ) = 1 – P(S) = 1 - WT2 / (WT + ST)2      (6-2) 

 

Substituting from (6-2) into (6-1): 

 

E(D) = E(D|S ) × [1 - WT2 / (WT + ST)2]      (6-3) 

As mentioned above, the event S  occurs in one of the following three cases: 

• Both X and Y are asleep 

• X is asleep 

• Y is asleep 

In order to evaluate the expected value of the delay in each of the above cases, we can 

use the cycle of one of the nodes, say X, as a reference without loss of generality, see 

Figure 6-1. We use a moving point of time, to, to point to the different possibilities of the 

event S .  

 
 

Figure 6-1: Sleep/Wakeup cycle of two communicating nodes, X and Y 
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Therefore, the expected value of the delay given S  can be calculated as follows: 

 

E(D|S ) = E(D1) P(0 < to < WT) + E(D2) P(WT< to < ST + WT)   (6-4) 

where E(D1) = E(D|S ,  0 < to < WT), and, 

           E(D2) = E(D|S , WT< to < ST + WT)  

 

In the first period, 0 < to < WT, the delay will happen only if Y is asleep. Since the sleep 

event is uniformly distributed U[0 , ST], therefore [30]: 

 

E(D1) = ST/2          (6-5) 

 

In the period (WT < to < ST + WT), delay will happen in two cases: 

D21: X asleep and Y asleep 

D22: X asleep and Y awake 

Therefore, 

 

E(D2) = E(D21) P(D21) + E(D22) P(D22) 

          = E(D21) P ( A  ∩ B ) + E(D22) P( A  ∩ B) 

          = E(D21) P( A ) P( B ) + E(D22) P( A ) P(B) 

          = ST/2 × [ST/(ST+WT)]2 + ST/2 × ST × WT/(ST + WT)2 

          = ST2/[2×(ST + WT)]        (6-6) 
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Substituting from (6-5) and (6-6) into (6-4): 

 

E(D|S ) = ST/2 × WT/(ST + WT) + ST2/[2×(ST + WT)] × ST/(ST + WT) 

             = { ST/[2(ST + WT)]}  {  WT + ST2/(ST + WT)}     (6-7) 

 

Substituting from (6-7) into (6-3), the expected value of the delay between X and Y can 

be obtained as follows: 

 

E(D) = { ST/[2(ST+WT)2]}  { WT2+ WT × ST + ST2} { ( ST2 + 2 WT × ST)/(ST + WT)2}  

         = { ST2/2(ST +WT) 4} { ST + 2WT} {WT2 + ST × WT + ST2}    (6-8) 

 

Equation (6-8) gives the expected value of the latency introduced by PIES for each 

packet exchanged between any two nodes within the network. Therefore, to calculate the 

additional end-to-end latency that is introduced by PIES for a packet exchanged between 

a source and destination with (n) intermediate nodes in between, we use the following 

equation: 

 
E(De-e) = (n+1) { ST2/2(ST +WT) 4} { ST + 2WT} {WT2 + ST × WT + ST2}   (6-9) 
 
where De-e is the additional delay introduced by PIES. This value does not include the 

original delay as obtained in the case of the routing algorithm alone. The above 

derivation also assumes that each two communicating nodes will remain in range of each 

other for the duration of this packet exchange. 
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Using equation (6-9), one can obtain the expected PIES delay between a source and a 

destination when using different values of sleep and wakeup times with different numbers 

of intermediate nodes, see Figure 6-2. We notice from this figure that as far as PIES sleep 

and wakeup times are concerned, the delay increases with the increase of the sleep time. 

For the same sleep time, the delay also increases with the increase of the ST:WT ratio. 

Therefore, for the same ST:WT ratio, the delay is lower with a lower value of ST. This is 

consistent with the experimental observations that we obtained previously. Since energy 

savings are the same for the same ST:WT ratio as we have seen in previous experiments, 

this gives us an indication that in general, smaller sleep times are preferable to achieve 

the same energy savings with lower latencies.  
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Figure 6-2: PIES expected delay for different ST/WT values 
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In order to compare the analytically obtained results against the ones obtained 

experimentally, we ran PIES with AODV in the static case with simulation conditions as 

in Section 5.4.1. Figure 6-3 shows the comparison between the results obtained in both 

cases for different numbers of intermediate nodes between the source and destination.  

We notice from this figure that the curves are following the same trend. If we consider 

the curve that was obtained through our analysis and the curve that was obtained through 

experiments, we find the experimental curve to be generally higher than the mathematical 

curve. This is attributed to the fact that the delay in the experimental case is the sum of 

original routing protocol end-to-end delay plus the delay introduced by PIES, while the 
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Figure 6-3: Analytical versus experimental delay with PIES for ST/WT=0.25/0.5 

 
analytical case shows only the PIES delay. For this reason, we also included in this figure 

the approximate trend for the delay that was introduced by PIES only in the experimental 

case. We calculated this trend from the experimental cases where AODV was active 
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alone without PIES and then with PIES enabled. This trend shows to be generally close to 

the one that we obtained analytically. 

6.3 PIES Saturation Throughput Analysis 

In previous studies  [4], [5], [51], the throughput of the IEEE 802.11 MAC protocol has 

been studied. In these studies, the case where n stations are contending for the 

communication channel is considered. These studies have considered the case where all 

nodes have traffic to send with each node being ready to send traffic immediately once it 

gets the chance to transmit on the communication channel. Therefore, these studies did 

not consider the case where energy saving algorithms are enabled with the strategy of 

putting nodes to sleep to reduce idle energy consumption. In order to accommodate this 

situation, this analysis needs to be modified in order to consider the case where one or 

more of the n contending nodes go to sleep. We notice that the analysis in all these 

studies follow the same procedure with results varying based on the state transition cases 

considered. In the following analysis, we follow the analysis of  [51] in terms of its 

transition probabilities and we make our modifications based on the sleep model of the 

PIES algorithm. Let us assume the following: 

- β is the probability that a node transmits during a slot time, 

- τ is the probability that the backoff counter of a node equals zero at a certain slot 

time, 

- W is the minimum size of the contention window, 

- m is upper limit of the backoff delay stage, 

- n is the number of contending nodes, 

- p is the probability that a transmitted frame collides, 
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- pb is the probability that the communication channel is busy, and, 

- pc is the probability that at least one connection is active in a given slot time. 

Following the analysis of  [51], the probability τ is defined as follows: 

 

τ  = 
))2(1))(1(()1)(21))(1(()1)(21(2)1(2

)21)(1(2

mp
b

pp
b

ppWWp
b

pp
b

ppp
b

p

p
b

p

−−+++−−++−−−

−−
 (6-10) 

 

When PIES is enabled, a node transmits when all of the following three events take place: 

A: The sending node itself is awake, this event has a probability WT/(WT+ST) 

B: The receiving node is awake, this event also has a probability WT/(WT+ST) 

C: The backoff window is equal to zero, this event has a probability τ which is 

calculated by equation (6-10). 

Events A and B as well as B and C are clearly independent. However, we will use the 

approximation that events A and C are also independent for simplicity. This can be 

justified from the perspective that the sending node being awake does not directly imply 

that the backoff window will be zero and that to reach this stage is independent from 

when the node becomes awake. Therefore, the probability that a node transmits during a 

time slot now becomes: 

 
β = P[transmission during a slot time] = τ × WT2/(WT + ST)2 < τ   (6-11) 
 
This has implications on the probability of collision. Since a transmitted packet collides 

when two or more nodes transmit during a time slot, the probability of collision, p, is 

given by: 
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 p = 1 – (1- β)n-1         (6-12) 

A communications channel is detected busy when at least one node transmits during a 

slot time. Therefore, the probability pb that a channel is detected busy is given by: 

pb = 1 – (1- β)n            (6-13) 

Substituting equations (6-11), (6-12) and (6-13) into (6-10), we get an equation in one 

unknown, τ. Solving this equation we get τ. Knowing τ, ST and WT, we can calculate pb. 

These values will help us calculate the throughput as follows. A transmission is 

considered successful when only one node transmits, given that there is at least one 

transmission. Therefore the probability Ps that a transmission is successful is given by:   

Ps = 
n

nn

)1(1

)1( 1

β
ββ

−−
− −

         (6-14) 

When PIES is enabled, a connection is active when both ends of the connection are 

awake. The probability, pc, that at least one connection is active during a certain time slot 

is given by: 

pc =  1 – {  1 – (
STWT

WT

+
)2} n        (6-15) 

The mean number E[ψ] of consecutive idle slot times before a transmission takes place is 

therefore given by: 

E[ψ] = 1
pp

1

cb

−          (6-16) 

As in  [4], [5], [51], it is sufficient to calculate throughput between two consecutive 

transmissions. Therefore the normalized throughput, S, can be calculated as follows: 

S =
][

][

tE

TE

∆
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where T is the time used for successful transmission in an interval and ∆t is the length 

between two consecutive transmissions. Therefore, 

S = 
csss

s

TPTPE

PEP

)1(][

][

−++ψ
        (6-17) 

where E[P] is the average payload length, Ts is the average time that the channel is 

captured by a successful transmission and Tc is the average time where the channel is 

captured by a collision. Assuming that payload packets have the same length, E[P] = P, 

where P is the number of bits per packet. Ts and Tc are defined according to  [4] as follows 

for RTS/CTS CSMA/CA: 

 

Ts = RTS + δ + SIFS + CTS + δ + SIFS + H + P + δ + SIFS + ACK + δ + DIFS (6-18) 

Tc = RTS + δ + DIFS         (6-19) 

 

where H = MAChdr + PHYhdr is the frame header, δ is the propagation delay, SIFS is the 

short interframe space and DIFS is the distributed interframe space. RTS, CTS and ACK 

in the last two equations are the times taken for transmitting RTS, CTS and ACK packets, 

respectively. Note that since E[ψ] is measured in slot times, both Ts and Tc in equation 

(6-17) have to be calculated in slot times as well.  

In order to perform our comparison between when PIES is active and when it is not, we 

simply replace β by τ in equations (6-12), (6-13) and (6-14) for the case when PIES is not 

enabled. We use the parameters as shown in Table 6-1. For the case where PIES is 

enabled, we use several values of the ST/WT pair in order to gain an understanding of the 
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effect of the choice of these parameters and their ratio on the throughput performance. 

The values that we use for our comparison are: 0.25/0.5, 0.75/1.0 and 0.5/0.5. 

With these parameters, and for the ST/WT values as specified above (in the case where 

PIES is enabled), we solve equations (6-10), (6-11), (6-12) and (6-13) to get β (τ in the 

case where PIES is disabled) and pb. Consequently, we can get Tc and Ts and hence the 

throughput S for different numbers of nodes. We solve these equations for the initial 

backoff window value, W=16 and max retry stages =4 (i.e. m=3). Figure 6-4 shows the 

trend in the case where PIES is disabled and when it is enabled for all three ST/WT 

values that we selected. We notice from this figure that the saturation throughput tends to 

be almost the same for the case when PIES is disabled and in all cases when PIES is 

enabled. 

Table 6-1: Throughput analysis parameters 

Payload packet size (Bytes) 512 
Mac header size (Bytes) 24 
Physical header size (Bytes) 24 
ACK packet size (Bytes) 38 
RTS packet size (Bytes) 44 
CTS packet size (Bytes) 38 
SIFS (µ sec) 10 
DIFS (µ sec) 50 
∆ (µ sec) 1 
Slot time (µ sec) 20 
Channel bit rate (Mbps) 2 
H (Bytes) 48 

 

We also repeat the same procedure for W=32 and m=5 to see the effect. Figure 6-5 shows 

the results. This figure shows that in this case, the throughput behavior continues to 

follow the same trend in general as with the case of W=16 and m=3.  
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By examining the elements of the throughput equation, (6-17), we find that the effect that 

PIES has on the throughput value is represented by β, which is calculated by equation (6-

11), as well as the probability pc as calculated by equation (6-16). From this we can see 

that fixing the ST:WT ratio yields the same throughput value. Therefore, the saturation 

throughput is not affected by the change of the ST and WT parameters as long as the 

ST:WT ratio remains the same.  

In order to measure the throughput trend experimentally to verify our findings, we ran 

simulation experiments with conditions as per Section 5.2 with AODV as the routing 

protocol. We modified these conditions though in such a way that enables us to simulate 

saturation conditions as follows. We used a simulation area of dimensions of 175 × 175 

square meters. This is to ensure that all nodes are within range from each other as the 

nominal wireless range of each node is 250 meters.  We run the experiments where we 

have different numbers of nodes sending traffic simultaneously. We use the cases of 10, 

20, 30, 40 and 50 traffic sending nodes. Each node sends traffic at the rate of 500 Kbps to 

ensure that nodes always have packets to transmit. For each case, we ran the simulations 

with five randomly generated mobility scenarios. We use the same MAC parameters as 

mentioned above, with W=32 and m=5. When PIES is enabled, we use three ST/WT 

values: 0.25/0.5, 0.75/1.0 and 0.5/0.5. We ran these simulations with static network 

conditions. With these conditions, we measured the throughput trend in all cases. Figure 

6-6 shows the resulting trend. We notice that the experimental results show throughput 

values that are lower than those shown by the corresponding theoretical results as shown 

in Figure 6-5. This can be attributed to the overhead of the routing protocol, which was 

not considered while devising the analytical model. This is also evident by the drop of the 
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throughput as the number of nodes increase, which is due to the fact that the routing 

protocol overhead (e.g. route discovery messages) increases with the increase of network 

congestion. This occurs when nodes misinterpret delays that result from this severe 

congestion as route breakages and start flooding the network with route requests in an 

attempt to fix the routes that are thought to be broken. In case of PIES, the saturation 

throughput is even lower due to the fact that when nodes go to sleep in these congestion 

conditions, the routing overhead becomes even heavier due to routes that are thought to 

have been broken more frequently leading to a further decrease in the saturation 

throughput than in the case with PIES disabled. 
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Figure 6-4: Throughput trend without PIES and with PIES enabled, W=16 and m=3 
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6.4 Selection of PIES ST and WT Parameters 

The choice of the mandatory sleep time, ST, and mandatory wakeup time, WT, 

parameters has a profound effect on the performance of the system when PIES is enabled. 

The evaluation experiments in the last chapter as well as the analysis that we performed 

in this chapter have given us a good insight into the effect of the choice of these 

parameters on performance. It is clear that fixing the ST:WT ratio results in the same 

energy performance. On the other hand, as this ratio increases, we get a better energy 

performance with comparable packet delivery ratio. This, however, results in higher 

packet delivery latency which is the most visible side effect of increasing the ratio. 
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Figure 6-5: Throughput trend without PIES and with PIES enabled, W=32 and m=5 
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Figure 6-6: Experimental throughput trend without PIES and with PIES enabled 

 

Packet delivery latency also decreases with the decrease of the value of the ST parameter 

for the same ST:WT ratio. Therefore, the choice of these parameters highly depends on 

the needs of the application at hand. For example, if it is important to enhance energy 

performance without worrying about latency, then increasing the ST:WT ratio is the way 

to go. If the aim is to keep latency below specific limits while having moderate energy 

performance at the same time, then reducing the ST:WT ratio is the right choice. 

However, we can always strike some balance if we want a certain level of energy savings 

while still keeping latency at reasonable levels. This can be achieved by experimenting to 

determine the ST:WT ratio that can achieve this level of energy savings and then fix this 

ratio and start working on decreasing the ST value until we reach an acceptable latency 
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value. Generally speaking, this strategy can be implemented but in some cases the two 

goals may prove challenging to achieve at the same time. 

As far as the lower limit of these parameters is concerned, it is obvious that we should 

keep the nodes awake for enough time to allow the transmission of at least one payload 

packet. This means that the length of the schedule overlap between two communicating 

nodes should be long enough for this to occur.  

6.5 Summary 

In this chapter, we analyzed the effect of the PIES sleep time, ST, and wakeup time, WT, 

on two aspects of the performance, namely the delay and saturation throughput. We have 

derived an equation that can be used to calculate the expected value of the additional 

delay that PIES introduces. We showed the effect of the choice of the relative values of 

the ST and WT parameters on the packet delivery delay. We also compared the results 

that we obtained analytically with those obtained through our simulation experiments and 

showed that the results in both cases are close to each other.  

For the saturation throughput analysis, we used the analytical results of previous studies 

of the IEEE 802.11 MAC saturation throughput and adapted it to incorporate the case 

where PIES is enabled in the network. Analytically, the saturation throughput was shown 

to have a constant value regardless of the number of contending nodes. This value was 

not affected by enabling PIES. Through experiments, however, we showed that the 

saturation throughput in general is lower than in the analytical case due to the additional 

routing protocol overhead. It also gets lower as the number of the contending nodes 

increases.  
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Finally, we discussed the effect of the choice of the ST and WT parameters on the overall 

performance and offered some suggestions for the strategy of choosing these parameters.
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Chapter 7: Summary, Conclusions and 
Future Work 

 
 
 
7.1 Summary and Conclusions 

Recently, mobile ad hoc networks (MANET) and their applications have become quite 

popular with the proliferation of light-weight mobile devices that made it possible to 

communicate and perform many types of tasks while on the move. Many protocols have 

been developed to handle routing in ad hoc networks. Each of these protocols has been 

developed based on different design strategies with the purpose of obtaining the best 

possible performance and robust data delivery in an environment with potentially 

constantly changing topology. Many of these algorithms, however, have not considered 

one important aspect of the operation of this type of networks which is the generally 

limited amount of energy that is available to its nodes. This can be considered the most 

critical factor in the operation of these networks. In this thesis, we presented the main 

characteristics of the mobile ad hoc networks as well as the factors that affect their 

operation. Then, we described the energy efficiency issues that are encountered with this 

type of networks and supported this discussion with a case study. This case study showed 

that there exists a large amount of energy (more than 50% of the overall energy that is 

consumed in communication) that is wasted while the wireless interfaces of the network 

nodes are in idle mode. We then described some of the schemes that were devised to 

address energy efficiency issues in MANETs. We classified such schemes as routing and 
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non-routing energy-efficient schemes. According to this classification, the routing 

schemes are either energy-efficient routing algorithms or algorithms that directly 

influence the routing functionality of the routing protocol. The non-routing schemes, on 

the other hand, are those that do not directly affect the routing functionality of the routing 

protocol in use. We found from this survey that most of the routing-related energy-

efficient schemes focus mainly on energy balance between routes and do not take idle 

energy consumption into consideration. The non-routing energy-efficient schemes had 

various strategies for addressing the idle energy consumption. Most of these schemes, 

however, did not pay attention to energy fairness, and some of them have been designed 

based on rather unrealistic assumptions about network operation. We then presented our 

solution to address the energy efficiency problem. We call our new technique PIES, 

which stands for Protocol Independent Energy Saving. PIES was designed with energy 

fairness central to its operation. It is not a routing algorithm. It integrates with existing 

routing algorithms to complement their functionality and enhances the overall energy 

efficiency of the node. PIES can be configured in such a way that it imposes no 

additional energy or traffic cost on the network. In addition, it does not affect the core 

functionality of the routing algorithm. In addition, PIES is modular in design and can 

therefore be integrated easily with routing protocols of different strategies. PIES does not 

depend on one node or a set of nodes for its functionality. Rather, its functionality is fully 

distributed, which ensures a robust functionality of the algorithm. PIES operation is based 

on a realistic network model and does not make any special assumptions about the 

network configurations or the functionality of its nodes. 
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In order to evaluate the functionality of our new scheme, we ran simulation experiments 

to demonstrate its performance from different perspectives. First, we showed its 

independence of the routing strategy by demonstrating its ability to function equally well 

with routing algorithms that belong to the proactive and the reactive categories of routing. 

We then showed its ability to scale well by showing that its performance is not affected 

by the increase in network population as well as network traffic.  We showed that PIES 

performs well with bursty traffic conditions which introduce many challenges to network 

operation. We also experimented with the effect of changing PIES parameters on the 

network performance. We demonstrated PIES’  ability to extend the network lifetime and 

showed that it can extend it by about 70% in our experiments. Finally, we performed 

qualitative and experimental comparisons with the on-demand power saving algorithm. 

We showed that, overall, PIES outperforms the on-demand power saving algorithm from 

a combined energy performance and network operation performance points of view. 

We then performed an analysis of the additional delay that PIES introduces to packet 

delivery. Through this analysis, we established a trend that enabled us to understand the 

effect that the choice of combination of the PIES sleep time and wakeup time has on the 

resulting delay. We also analytically studied the effect that PIES has on network 

saturation throughput. We compared all our analytical results with the results that we 

obtained experimentally and we found that there is some difference due to the routing 

protocol overhead in the experimental case. Based on these analytical studies, we offered 

a discussion around the choice of the PIES parameters depending on the type and nature 

of the application at hand. 
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Based on our experiments and analysis, we conclude that PIES performs well from 

energy and network operation perspectives, independently of the type or nature of the 

routing protocol. It results in substantial energy savings and network lifetime extension. 

Its introduction to the network does not have a major impact on network operations. PIES 

also scales well with increased network traffic and population. Its performance is not 

affected by the type of traffic. It also has superior energy, network lifetime and data 

delivery performance compared to energy conservation techniques of the same category. 

7.2 Suggestions for Future Work 

For future investigation, the effect of introducing energy-efficient techniques that depend 

on putting nodes to sleep for periods of time on applications such as QoS and multicast 

needs to be investigated. In connection to PIES, methods to adapt the regular 

sleep/wakeup cycles to the requirements of the different applications need to be 

investigated such that they respond to the needs of such applications and at the same time 

will not compromise significantly the gains achieved by having predictable sleep cycles. 

 

Also, the possibility of using duty cycles with different sleep/wakeup patterns per cycle 

instead of the current regular PIES operation cycles needs to be investigated. The 

utilization of duty cycles of this type, while adds complexity to the algorithm, may have 

the promise of achieving even higher levels of energy savings. 

 

Another area to investigate is the derivation of methods to control latency that results 

from using sleep times as a means to conserve energy. For example, this can be done 



  

 

  127 
   
   
 
 
through investigating the possibility of influencing the routing protocol to route through 

nodes that have similar sleep schedules. 

 

A modified saturation throughput model that takes into consideration the overhead of the 

routing protocol needs to be devised. This model needs to incorporate the needs of the 

routing protocol as well as any other component that adds overhead to the network 

operation. 

 

The lower limits of the sleep and wakeup times for PIES need to be further analyzed. The 

effect of these lower limits on both the energy performance and network operation needs 

to be studied and determined for the different categories of the routing protocols. 

 

Finally, since there are several algorithms that have been devised to affect the routing 

strategy only from an energy-efficiency point of view without a strategy to address idle 

energy consumption, an area worth investigating is the possibility of integrating PIES 

with such algorithms and measuring the resulting combined effect.
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